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FOREWORD


The Defense Finance and Accounting Service, San Antonio Field Site (DFAS-SA) provides service to both Army and Air Force customers.  San Antonio provides customer service to United States Army Medical Command (MEDCOM), and Headquarters Fifth Army, both headquartered at Ft Sam Houston, Texas. San Antonio also provides service to the bases under Air Education Training Command (AETC) HQ Command headquartered at Randolph Air Force Base, San Antonio, Texas and selected Air National Guard units.

This publication outlines policies, responsibilities, and procedures in managing and processing incoming Vendor Pay mail, RightFax documents, Customer Service, Wide Area Workflow, Army and Air Force management reports, Electronic Data Access (EDA) and Systems Access.  It is not all-inclusive, but provides basic guidance on the most commonly performed functions.


This guide is effective immediately and is applicable to all DFAS-SA directorates and staff offices and Army and Air Force activities supported by DFAS-SA.  

Brian C. Clearman

Colonel, U.S. Army

Commander, DFAS San Antonio
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CHAPTER 1

RESPONSIBILITIES

A.
PURPOSE.  The purpose is to outline the procedures for the following Vendor Pay Document Management processes.  The Vendor Pay Customer Guide encompasses the following:  

(1) Responsibilities, (2) Document Management, (3) RightFax, 

(4) Wide Area Workflow (WAWF), (5) Air Force Management Reports, (6) Army Management Reports, (7) Electronic Document Access (EDA), (8) Web Invoicing System and (9) Systems Access. 

B.
APPLICABILITY.  The provisions of this guide apply to all DFAS-SA and their Army and Air Force Vendor Pay customers. 

C.
RESPONSIBILITY. 


1.
DFAS-SA Responsibility.



a.
The Document Management Branch is responsible for:

(1) Retrieving, receiving and distributing of all

incoming Vendor Pay documents.

(2) Responding to all Vendor Pay customer inquiries. 




(3) Returning fatally flawed documents to customers.



b.
The Systems Division is responsible for:

(1) Providing Systems access for EDA, IAPS, CAPS-W,

WAWF, and RightFax.

 


(2)
Maintaining and troubleshooting the systems.




(3)
Providing timely reports.




(4) Providing Vendor Pay Reports to the Air Force 

Accounting Liaison Office (ALO) and Army activties for their use. 



c.
Army and Air Force Vendor Pay Teams are responsible for processing payments.

d. Timeliness for posting receiving reports to CAPS-W 

for Net 30 contracts.

(1) Received at DFAS-SA by mail, FEDEX or courier-5

days from date of receipt.

(2) Received at DFAS-SA by Right Fax, 4 days from

late of receipt.



e.  Timeliness for posting receiving reports to CAPS-W for contracts with less than Net 30 terms, 2 days from date of receipt.



f.  If the above timeliness are not met, call customer service.


2.
DFAS-SA Customer Responsibility.
a. The ALO and Army MEDCOM, 5th Army coordinator are

responsible for submission of supporting documentation. 




b.
The Receiving and Acceptance Activities are

responsible for timely submission of receiving reports through the Air Force ALOs or appropriate Army Receiving Report 

coordinators.



c.
Contracting Offices are responsible for ensuring that the contracts are submitted to DFAS San Antonio.




(1)
Ensure Vendor registration in the Central

Contractor Registration (CCR) database.




(2)
Ensure the contract documents are complete and accurate.



d.  Program your sending fax machine to reflect

organization, and/or location, date, sending fax number and time.


3.
Vendor Responsibility.  



a.  Vendors are responsible for submitting proper 

invoices in accordance with 5CFR Part 1315, Federal Acquisition Regulation (FAR) 52.232-25(a)(4) and Defense Federal Acquisition Regulation Supplemental (DFARS) 252.211 guidance.


   b.  Program your sending fax machine to reflect 

organization, and/or location, date, sending fax number and time.  

CHAPTER 2

DOCUMENT MANAGEMENT

A. OVERVIEW.  Document Management Branch at the DFAS-SA Field Site is comprised of three sections Quality Edit Section, 

Document Control Section and Customer Service Section.  Document Management is responsible for the retrieval and distribution of all incoming Vendor Pay contractual and RightFax documents. Document Management performs a quality review on all documents received, matches documents to contractual folders and 

distributes to the applicable Vendor Pay Teams for processing. In addition, Document Management is responsible for all customer service inquiries. 

B.
QUALITY EDIT SECTION PROCEDURES.

1.
Incoming Mail and Faxes.  The Quality Edit Section picks up mail daily at 7:30am, and receives incoming faxes hourly throughout the business day.  Quality Edit technicians review all invoices and receiving reports for completeness, and return fatally flawed invoices and receiving reports to the originator.  Invoices are required to be returned within 7 days after receipt per 5CPR1315, and Department of Defense Financial Management Regulation (DODFMR), Volume 10, Chapter 7.  Fatally flawed receiving reports will be returned as follows:



a.  If received by Right Fax, the entire fax will be returned to sender with comments on the standardized fax transmittal explaining which document receiving report is flawed and why it is flawed.  (For example, if you fax 15 documents and two are flawed, the entire package will be returned to the designated POCs via Rightfax within 24 hours.  DFAS-SA will continue to process the 13 receiving reports that are correctly filled out.  The sender will correct and re-submit the two flawed receiving reports.)



b.  If received by mail, Fedex, or courier, DFAS-SA will return within 4 days to the designated activity point of contact.



2.  Fatally Flawed Invoices.  Fatally flawed invoices and receiving reports are those that are altered (including any whiteouts), incomplete, invalid, or incorrect.  Incoming distribution is then sorted by contracting office, and placed in the bin.  After the quality edit check, documents are distributed and processed per paragraph C2.


3.
Document Tracking.  All fatally flawed documents are 

recorded into the DFAS-SA Document Management Database for tracking and trend analysis.  This database program identifies receiving report and invoice discrepancy trends by base/post and vendor. A report summarizing returned documents is generated monthly and provided to all the Army and Air Force customers.


4.  Flawed Documents.  Fatally flawed Army Receiving reports are returned IAW para B.1.  Fatally flawed Air Force certified invoices and receiving reports are returned within 7 days via express mail on Mondays and Wednesdays.  Customer Service contracts designated POCs to resolve flawed documents of $100K or greater.  


5.
Common Reasons for Returning Invoices.  Quality Edit

Section and Vendor Pay Teams identify returned fatally flawed invoices for the following reasons:



a.
The Contract Number/Purchase Order Number/Call Number is missing, incomplete, or invalid.  



b.
The Vendor Name on the invoice differs from the

Vendor Name reflected on the Contract/Purchase Order. The Vendor must contact the issuing contracting office to obtain a Vendor Name change modification.



c.
Itemization of supplies or services, unit prices, and total amount claimed and invoiced for does not match the detail line items on the Contract/Purchase Order. Vendor needs to 

verify against the contract and re-invoice.



d.
Invoice not submitted according to the terms of the Contract/Purchase Order, stating the invoice is to be submitted to the office referenced on the Contract/Purchase Order for 

certification.   The Vendor must submit all invoices as cited on the contract to the appropriate office for certification to 

expedite payment.



e.
The invoice was previously paid as specified by DOV Number or was charged to a Government Purchase Card.



f.
Central Electronic Funds Transfer (CEFT) registration in the (CCR) database is missing, incorrect, or not current. 



g.
Invoice has improper alterations such as: white out, taping, and cutting or pasting.  To properly alter an invoice, draw a single line that does not obliterate the original data; and annotate the correct information and initial on the invoice, and initial.



h.
A prepaid receipt reflecting the freight charge claimed did not accompany a transportation charge over $100.00.

i. Goods or services were not received.



j.   No invoice date.


6.
Common Reasons for Returning Receiving Reports. Quality Edit Section and Vendor Pay Teams identify returned fatally flawed invoices for the following reasons:



a.
Contract number/purchase order numbe/delivery order number/BPA call number has not been annotated.



b.
There is no adequate description of supplies received or services rendered, including the period services were rendered.



c.
The quantity of supplies received or services

rendered is not identified.



d.
Either there is no receipt date for the goods or services received or delivered or the received box is not marked.



e.
Either there is no date of acceptance for supplies or services or the accepted box is not marked on the receiving 

report.



f.
The total dollar amount is not shown.  Although not required by FAR, dollar amount may be required for partial

receipts and to identify the appropriate accounting 

classification and CLIN(s).



g.
There is no signature or approved electronic

 equivalent of authorized government official to accept supplies or services.



h.
There is no printed name, mailing address, and 

telephone number of the designated government official accepting goods or services.



i.
Receiving Report on Form DD250 is submitted on a form version older than August 2000.  The computer generated DD250 form does not comply with all requirements, and will therefore be returned.



j.  DD 250 blocks 21 and 22 are dated when signed and not the date accepted/received.  This has the effect of denying legitimate interest penalties to vendors and is in contravention of the Prompt Payment Act.



k.  Can not sign “for” on any Receiving Report format.  Signature and name have to match.



l.  Receiving reports are altered with whiteout, cutting and pasting.



m.  When DD 1155 and SF 1449 are used as receiving reports, there is a high incidence of return because critical elements are missing.  The DD 250 is encouraged for use as a receiving report.


7.
Document Distribution.  All invoices, receiving reports, and contract modifica​tions are distributed to the Document

Control Section daily. 

C.
DOCUMENT CONTROL SECTION PROCEDURES. 


1.  Responsibilities.  Document Control Section is

responsible for establishing and warehousing contractual folders and distributing documents and folders to pay teams for

processing.


2.
Procedures.  The Document Control Section retrieves all incoming mail and faxes from the Quality Edit Section daily.  

Technicians retrieve contract folders and matches the documents to the folders.  The invoices and receiving reports are recorded in the Document Management Database tracking system and indexed to the contract bar code system.  Prior to distribution to the pay teams, the contract folders are scanned through the bar code tracking system and checked out to the Vendor Pay Teams within 2 business days of receipt.


3.
Fax Processing.  Faxed documents are prioritized 

according to dollar amount and contract terms.  These documents are in turn expedited within 2 business days to the Vendor Pay Teams for processing.  All other fax documents are processed in the same manner as normal mail.


D.
CUSTOMER SERVICE SECTION PROCEDURES.

1.
Customer Service Support.  The Customer Service mission is to provide courteous and timely responses to payment related inquiries.  The hours of operation are from 7:30 – 4:30, Central Time, Monday through Friday.  Customers are urged to use this number for all inquiries (with the exception of prevalidation receiving report issues which are brought to the attention of your designated vendor pay lead tech).  Calling Pay Teams directly delays payment processing.  Issues that cannot be resolved within the course of the call are input into the Customer 

Service Inquiry Database to track and record follow-up actions.  The Customer Service Inquiry Database systematically assigns a tracking number to all calls requiring further research.  This tracking number is given to all customers for follow-up

inquiries and is used to recall the inquiry history.  The standard for Customer Services is to answer 95% of the calls within 30 seconds and research/return phone calls or email inquiries within 1 business day to provide a status of unresolved/complex inquiries. 


2.
Telephone Inquiries.  For telephone inquiries, customers must provide the contract number, invoice number (if unknown), date sent, amount, POC, phone number, and customer service tracking number if applicable. The commercial telephone number is (210) 527-8061 (DSN 448).  The toll free telephone number is 1-888-478-5636.

    3.  E-mail Inquiries (recommended).  You are able to send e-mail inquiries using web site: www.dfas.mil.  Customers must provide contract number, invoice number, date sent, amount, POC and phone number. Customers can access the Vendor Pay Information System (VPIS) to obtain a payment status through the internet and/or to send e-mail inquiries.  Steps are as follows:

a.   Click on Vendor Pay Inquiry System (VPIS) under Money Matters.



b. 
Click on Send an inquiry or feedback about the

Vendor Pay Inquiry System.



c.  At the DFAS Vendor Pay Inquiry System Assistance

Request, please ensure you scroll down to the San Antonio 

location at the Paying Location prompt.  You can add your

comments or additional requests in the specified area for 

Comments or Assistance. 



f.  Go to the bottom of the page and send.


4.
Flawed Receiving Reports of $100K or Greater.  Designated activity receiving report POCs are contacted on fatally flawed receiving reports that are $100K or greater to remedy the discrepancy as soon as possible.   

    5.  Procedures for Returned and Replacement Checks.


a.  Returned Checks.  It may become necessary to return funds to the U.S. Government.  In this case, please contact our Customer Service Office at 1-888-478-5636, for assistance.  They will provide you with specific instructions and information to include in your letter.  The funds should be returned

immediately to:




Defense Finance and Accounting Service – San Antonio

            ATTN:  DFAS-FVD/SA

            500 McCullough Avenue

            San Antonio, TX 78215-2100



DFAS-SA will reconcile the contract to verify the 

overpayment amount and will follow up with a confirmation 

letter.



b.  Replacement Checks.  A replacement check is one that is issued to replace a lost or stolen check (See Volume 5 of the DoD Federal Management Regulation (FMR), Chapter 8).  The 

Customer Service will assist the vendor in submitting a formal request for a tracer, DD Form 2660.  

CHAPTER 3

RIGHTFAX

A.
OVERVIEW.  The RightFax Server is the only receiving point for all payment related documentation faxed to DFAS-SA.  The RightFax Server is located in the DFAS-SA Document Management Branch and is under the control of the Chief, Document 

Management Branch.

B.
PROCEDURES.

1.
RightFax Availability.  The RightFax Server is available 24 hours a day, 7 days a week.  Preventative systems maintenance is performed after normal business hours unless there is an emergency.


2.
Fax Numbers.  Customers should use the following RightFax number for routine submissions: Air Force customers, 

(210)527-8142, DSN: 448-8142. Army customers, (210)527-8189, DSN: 448-8189, and (210)527-8131, DSN: 448-8131.


3.
Urgent Documents.  Documents that require immediate 

attention (contracts with net payment terms of less than 30 days, Congressionals, or other high sensitive documents) can be faxed to (210) 527-8627.  Use this number only for the above mentioned cases. 


4.
Programming Sending Fax Machines.  It is imperative  senders program their fax machines to reflect their sending fax phone number, clear-text organization and/or location, date, and time.  If power to the fax machine is interrupted or turned off for any reason, the sender needs to re-validate the fax number, location, date, and time.  The fax number of the sender, date and time received are the indexing keys for all faxes received at DFAS-SA.  Without this information, it is difficult to trace documents sent to the RightFax.


5.
Confirming Fax Transmissions.  Senders must confirm that the transmission was received by DFAS-SA after transmitting the faxed documents.  Facsimile machines will print a confirmation sheet to let you know the status of the transmission.  Senders must retransmit if a negative transmission status is received.  It is recommended the transmission status sheet be filed with the faxed documents for future reference, and/or a transmission log be maintained.


6.
Re-faxing Documents.  Do not retransmit documents unless 

requested by the Document Management Branch, his/her designated representatives.  All RightFax incoming documents are archived for a minimum of one year.  If a faxed document has been received, Document Management is able to retrieve the fax by using the information identified in Paragraph 4 above.


7.
RightFax Connectivity.  RightFax will accept faxes from a variety of sources.  To send a fax from an email account, the sender must have fax utility software loaded on their PC or 

network.  WinFax, Microsoft Fax, and ProComm are some software available that allow the sender to fax documents from their PC.  The sender must also have access to a modem, whether connected to their PC or available through their LAN.  After following the instructions provided by the user-installed utility software, faxes can then be sent to the desired fax number identified in Paragraph 2.


8. RightFax standard cover sheet. The RightFax standard cover sheet is attached and must be used when submitting faxed documents.  Be sure to check the block indicating “Net 30” so that expeditious handling can be given to the short fused payments.

C.
E-MAIL ACCOUNTS.  For urgent requests ALOs and Army 

activities can use e-mail address dsadocumentcontrol@dfas.mil
to notify DFAS-SA an emergency fax is being sent to Document Management.  The supervisor in the Quality Edit Section checks email accounts hourly or as needed for immediate receipt and processing.

CHAPTER 4

WIDE AREA WORK FLOW (WAWF) PROCEDURES

(Currently Air Force Only)

A.
E-MAIL NOTIFICATION.  Technicians in Document Management monitor the e-mail mailbox daily.  The e-mail address is

dfas-sa-wawf.  When an e-mail notification is received that a WAWF-RA invoice or receiving report is available, the technician forwards the email to the appropriate Accounts Payable technician for review and processing. 

B.
PROCESSING DOCUMENTS.

1.
Review Invoice or Receiving Report.  When the e-mail

notification is received from Document Management, the Accounts Payable technician logs on to the WAWF-RA web site https://rmb.ogden.disa.mil/  and reviews the invoice or

receiving report in the WAWF-RA Access payment Office

Acceptance/Review Folder for validity.


2.
Input Valid Invoice or Receiving Report.  If the pay technician determines that an invoice or receiving report is valid, the pay technician inputs the invoice in Integrated 

Accounts Payable System (IAPS).  After processing in IAPS, the technician marks the Document Accepted block to move the invoice to the Access Payment Office Process Documents folder.


3.
Invalid Invoice Input.  If the pay technician determines that an invoice is not valid, the pay technician enters the 

reason the invoice is not valid in the Pay Clerk Information block and marks the Document Reject block to send an email 

notification to the vendor.


4.
Unacceptable Receiving Report.  If the pay technician

determines that a receiving report is unacceptable, the 

technician will make a copy of the document and contact the ALO to recall the document.  The pay technician will also inform the ALO of the reason for not accepting the receiving report.


5.
Contract Comment in IAPS.  Immediately after processing the documents in IAPS, the pay technician loads a contract

comment identifying it as a WAWF contract.

C.
CERTIFYING PAYMENT DOCUMENTS.


1.
WAWF SF1034 Verification.  When the Certifier receives an SF1034 with no documentation attached, they will check the 

contract comments screen in IAPS to determine if the documents were received from WAWF-RA.


2.
Review Invoice and Receiving Report for Certification.  Once it is determined that the documents were processed in

WAWF-RA, the Certifier logs onto WAWF-RA to access the Access 

Payment Office Process Documents Folder.  The Certifier reviews the invoice and receiving report.


3.
Certify Payment.  If the invoice and receiving report meets all requirements, the Certifying Officer certifies the payment in IAPS and marks the Document Processed block to move the documents to Access Payment History folder by Department of Defense Automatic Addressing Code (DoDAAC).


4.
Void Invoice or Receiving Report.  If the invoice or 

receiving report does not meet the requirements, the Certifier logs onto the WAWF-RA Pay Clerk Information module and enters ‘VOID’ with the reason for the void.  The Certifier returns the SF1034 to the pay technician utilizing the existing void

process. 

D.
PROCESSING VOIDED 2-IN-1 WAWF-RA DOCUMENTS.

1.
When the pay technician receives a valid void from the Certification Branch, the pay technician logs onto WAWF-RA to the Access Payment Office Process Documents folder. 


2.
The pay technician will click the Document Accepted block to remove the check and click the Submit block.  This will make the document accessible by the Acceptance Official for recall.  In addition, the pay technician will click the Document Reject and the Submit blocks to reject the invoice to the vendor. 

E.
BASE COMMUNICATIONS OFFICE/COMPTROLLER OFFICE.  The local Base offices will be responsible for:


1.
Public Key Infrastructure (PKI) Certificate.  Assisting personnel in obtaining PKI certificates through the Local 

Registration Authority (LRA).


2.
WAWF-RA Software.  Loading the required software for WAWF-RA participating personnel.


3.
Organizational Electronic Mail (E-Mail) Accounts.  

Assisting in setting up organizational e-mail accounts for all the DoDAACs involved with WAWF-RA.


4.
Electronic Commerce Resource Center (ECRC).  

Coordinating with the local receiving and contracting offices to identify appropriate WAWF-RA personnel for training at the 

Electronic Commerce Resource Center (ECRC).


5.
Policy/Procedures.  Assisting the ECRC Instructor during training sessions by answering specific local policy/procedure type questions.


6.
Preparation.  Preparing local procedures for access to the WAWF-RA training and production web sites.   

CHAPTER 5

AIR FORCE MANAGEMENT REPORTS

A.
OVERVIEW.  These procedures explain how to use the most critical Air Force reports, listings, extracts, and databases.  Air Force Vendor Pay at DFAS-SA is supported by the Integrated Accounts Payable System (IAPS).  This system generates listings for use by DFAS-SA and the customer to assist in keeping vendor payments flowing smoothly.  The reports generated by IAPS are not always populated with critical information, such as the

receiving activity, which requires other pertinent information required by the customer.  DFAS-SA has developed IAPS retrievals with additional information to assist the customer in obtaining receiving reports from the base organizations.   

B. APPLICABILITY.  These procedures applies to DFAS-SA personnel and the AETC ALO and ANG supported by DFAS-SA Field Site.

C.  PROCEDURES.

1.
IAPS Reports Availability.  The following reports are automatically sent daily by site-ID to the applicable 

Distributive Enterprise Controller (DEPCON) printer at each 

customer site.  No action in IAPS is required to obtain these reports.  The reports are normally available daily at 5:30 a.m., Central Standard Time.  Occasionally, systems problems preclude this deadline.  A systems notification will be posted if report delays occur for more than two hours.

FILE NAME

PCN
REPORT TITLE






ATQK50UNPL10

64
CONTRACT/PURCHASE REQUEST AUTO-OBLIGATION

ATQRH0UNPL10

51
ADVANCE NOTICE OF EXPIRING AF FORMS 616

ATQRH1UNPL20

63
OVEROBLIGATED AF FORMS 616

ATQE90UNPL10

79
INVOICES NOT SCHEDULED FOR PAYMENT

ATQNA0UNPL10

232
MEDLOG TO IAPS RECONCILIATION LIST

ATQRC0UNPL10

145
SBSS-IAPS RECONCILIATION EXCEPTION REPORT

ATQRG0UNPL10

48
OUTSTANDING PURCHASE REQUEST

ATQRN0UNPL20

22
REQUEST FOR RECEIVING REPORT

ATQPH1UNPL20

149
PURCHASE REQUEST/CONTRACT AWARD LIST

ATQPH3UNPL40

152
REPORT OF ATTEMPTED DUPLICATE INVOICES (ANG)






ATQT40UNPL10
 
37
IAPS INTERFACE TO SBSS/SMAS

ATQPB3UNPL10

N/A
SF 1034 (ANG)

ATQPBAUNPLB0

62
SF FORM 1034 CONTINUATION SHEET (ANG)

ATQPC0UNPL40

147
VOUCHER SITE CERTIFICATION LIST (ANG)

ATQF50UNDPL10

58
RECONCILATION EXCEPTION REPORT

ATQF50UNDPL10

59
BQ RECORDS NOT FOUND IN IAPS

ATQF50UNDPL10

60
IAPS RECORDS NOT FOUND IN BQ

2. Optional Reports.  The specific instruction to generate each of these products is contained in the chapter titled ‘OPTIONAL PRODUCTS PROCESS’ in Defense Finance Accounting

Service – Denver (DFAS-DE) 7077.7-M dated 1 January 2001.  

To access the optional Products Menu in IAPS:



a.
Logon to IAPS, open INFOCONNECT, and the Accessory Manager function to gain access to the page.  To logon you need to confirm the sign on procedures at your site.  They vary by site depending on your PC setup.  Contact your supervisor or TASO for assistance.



b.
Input your user id, password, and clearance level.



c.
At the next screen the system may ask for an account or project number.  This normally is 2 for IAPS, check with your TASO or Supervisor for the correct number.  



d.
Enter NTZS01 on a IAPS (TQ) page for IAPS, then transmit.  On a BQ page you enter *xpton.  Then transmit and 

enter NTZS01 on the next page and transmit again.  You will then see this screen.







DMS SECURITY SYSTEM ACCESS

     

    ****  PLEASE SELECT YOUR APLICATION ***

A) IAPS








E) SYS ADMINISTRATOR

F) CHIEF VENDOR PAY

Z) LOGOFF

TECH ID <____>





(NOTE:  A TECH ID IREQUIRED FOR OPTION A)








SELECTION <_>








TRANSMIT  <_>



e.
Enter your tech code in the block labeled TECH ID. 

Tab to Selection block and enter A for IAPS.  Tab to Transmit block and enter.



f.
To request a specific report, enter the site-ID for your site.  A site-ID is not required for the following reports as the site-ID for these reports will be generated from the user’s sign-on site-ID:




Vendor Transaction History




Vendor Name Directory




Vendor Indebtedness Directory




Vendor Suspense List 



g.
See Appendix B for optional reports available for customers.



h.
Special Requests.  Job runs and processing cycles have been standardized to accommodate the large customer base.  Special requests will be handled on a case-by-case basis.  All requests must be submitted in writing to Systems Directorate (DFAS-AS/SA). 


3.
Urgent Reports.
The following reports must be worked daily to minimize the aging of invoices and mismatches between the IAPS and General Accounting and Finance System (GAFS)

systems:



a.
Invoices Not Scheduled For Payment (TQ79).  The

purpose of this report is to identify all invoices on-hand for which a payment has not been scheduled for payment.  This report lists all invoices not scheduled for payment with the exception of those invoices that have a status code on the invoice, contract, or vendor as shown on the Unreconciled Invoices listing, TQ 31.  Ensure this condition is not a result of pay periods 

being entered in the invoice which are different from those in the receiving report.  If it is a Billed Not Received (BNR), make sure it is valid and the invoice is also a valid invoice.  Also, ensure the proper amounts are being applied to the proper Document Summary Record (DSR) during invoice and receiving

report processing.  



b.
Daily TQ79 Retrievals.  DFAS-SA has developed two

retrievals that can be used to facilitate research and follow-up

for receiving reports.  The two retrievals are the Stock Fund and Non-Stock Fund Retrievals.  Both retrievals will be sent

directly to the DEPCON Printers daily.




(1)
Non-Stock Fund Daily Retrieval (TQNSF079):  The Non-Stock Fund Retrieval provides additional accounting data ele​ments that are required in performing receiving report

follow-up. The retrieval identifies the FC, OBAN, RC/CC to

identify specific organization(s) that need to provide receiving report/s for input into the IAPS System.




(2)
Stock Fund Retrieval  (TQSF079): The Stock Fund Retrieval will provide the requisition number(s) linked to the invoice(s) for that particular contract number.  In performing follow-up for automated receipts, the requisition number is

required to research the Medlog and Supply Systems.


Note 1: Direct Deliveries for stock fund line items: 

Activities that accept direct deliveries need to ensure that the packing slips are forwarded to the appropriate office for input into the Medical or Supply systems.


Note 2: Reports and Reconciliation Branch (DFAS-FVR/SA) 

monitors the stock fund line items on the TQ79.  FVR will send the stock fund retrieval daily via e-mail to Medical Logistics and Supply personnel.  FVR will work with Medical Logistics and Supply personnel to resolve any differences between the 

Medlog/SBSS/IAPS systems.



c.
Request for Receiving Report (TQ 22):  This report provides automated follow-up letters to the applicable 

organization for items that are Billed/Not Received.  These 

letters are for both Services and Stock Fund items.  Users should print and distribute follow-up letters to the appropriate

organizations to request submission of receipts.  



d.
IAPS/BQ Exceptions (TQ58/59/60):  




(1)
Reconciliation Exception Report  (TQ 58):  

This report shows data differences between the BQ and IAPS

Systems.  These records can be corrected directly from the

listing.

(a) Users should resolve differences between IAPS and BQ daily. 





(b)
Correct commitment rejects in IAPS and resend through the Interactive Communication Interface (ICI). 





(c)
AF Form 616s must be reconciled monthly; when adjusting amounts on AF Form 616’s, do not suppress BQ when adjusting AF616s. Balance AF 616s in IAPS and make adjustments in BQ.




(2)
BQ Record Not Found in IAPS (TQ 59):

This report gives the DSRs that are in BQ but not in IAPS.  Pull the documents to verify the correct DSR.  Once determined ensure the correct address is input into the appropriate system and that the DSR matches in both BQ and IAPS.





(a)
It is critical to post all transactions Subject Materiel Area (SMA) “S” through IAPS first so they will interface into BQ properly.





(b)
Do not post directly into BQ because the data will not interface properly to IAPS.





(c)
Assist Field Site with validation of 

transactions.  Do not use SMA “S” address if document is not paid by Vendor Pay, DSSN 6607.





(d)
Ensure funds are committed in the IAPS 

system with a proper address.




(3)
IAPS Record Not Found in BQ  (TQ 60):  This 

report gives the DSRs that are in IAPS but not in BQ.  Pull the documents to verify the correct DSR.  Once determined ensure the correct address is input into the appropriate system and that the DSR matches in both BQ and IAPS.  Commitments:





(a)
Validate fund availability prior to posting in IAPS.





(b)
 Use correct Program Summary Record (PSR) when loading in IAPS.





(c)
Use correct Work Order and Job Order 

numbers (JONS). 





(d)
Do not load a PSR in IAPS if the address is not for SMA code “S”.





(e)
Do not remove save indicators on AF Form 616 type transactions.





(f)
Do not de-obligate/de-commit directly in BQ.



e.
BQ Transactions Status Report (TQ46).  This report provides the user a status list of all BQ transactions in IAPS.  Site-users may request this report by selecting Option U on the Optional Products Submenu or Option J on the Interface 

Processing Submenu.  Select the part for Rejected Transactions, 

“BQ Transactions Status – Rejects”.  All transactions in this report have been rejected in BQ.  These transactions remain in this set until they have been re-linked to the “To Send” set, or deleted, through the BQ Reject Fix Process.  Any transaction in this set for more than 30 days from the transaction (TRT) date is purged from the system during the next end of day.


4.
Expenditure Adjustment Transactions (SF1081).



a.
Transaction Date.  This is the scheduled MAFR date to be input into BQ and IAPS if required.  DFAS-SA will assign the date.



b.
Report Period Month.  This is the report month the transaction is scheduled for input into MAFR.



c.
Customer Agency Location Code(ALC).  Our Field Site ALC number is “660700”.



d.
Customer Agency Voucher Number.  For vendor pay, all manual voucher numbers begin with “SK0” (ex. SK000105).  



e.
Billing Agency Location Code.  Your ALC number.  



f.
Billing Agency Voucher Number.  For Vendor Pay, all manual Collection Voucher numbers begin with “CSK0”  (i.e. CSK00250).



g.
Department/Bureau Address.  For us, Department of 

Defense; therefore, the address is as follows:





DFAS-FVR/SA





500 McCullough Avenue





San Antonio, TX  78215-2100



h.
Department/Bureau Address.  Your address.



i.
Summary Accounting Classification: You must use the complete line of accounting when filling out this block.  Always include treasury symbol number and operating budget year.




(1)  Good example:  5793400 3089 6445 494411 01 61950 660700.




(2)  Bad example:  308 6445 494411 01 61950 660700


Note:  If you are correcting a payment that was disbursed against the wrong contract, you must provide the Daily Summary Record (DSR) and Program Summary Record (PSR) address. This type correction will need to be a post-post transaction into IAPS to make funds available for disbursement and to charge the correct contract in IAPS.  If you are correcting a payment that was 

obligated and disbursed under the wrong fund cite; you must 

provide the PSR and Funds Summary Record (FSR) address. This type correction does not need to be a post-post. It is an 

accounting adjustment and no future disbursements will be made.



j.
Amount.  This is the dollar amount of correction to be made.



k.
Summary Accounting Classification.  Same as section “I” above.



l.
Amount. Same as section “J” above.



m.
Total.  Add all dollar amounts in column “J” and input total amount here.



n.
Total.  Add all dollar amounts in column “L” and input total amount here.



o.
Details of charges or reference to attached 

supporting documents.  In this block you must detail the 

correction you are making.  You must also attach supporting documents to identify the transaction being corrected.  




(1)  Good example.  SF1081 states, “To correct DK0123456 dated 01, Feb 01, which was erroneously charged to F4163695F1234.  Correct contract should be F4163601F1234. 

Complete payment voucher attached.” (This sample would have a DSR/PSR and would be a post-post.)




(2)  Bad example.  SF1081 states, “To correct 

payment.  January corrections.” (These examples are too vague and do not explain whether or not the adjustment needs to be posted in IAPS and what level of address to use for MAFR.)



p.
Prepared by.  Signature and printed name of the 

person are required for person preparing the SF1081.  If SF1081 is prepared by the ALO or another person outside the Field Site, then you must verify all of the above information is included on the SF1081.  Then you as the technician or work leader will 

initial the Prepared By block.



q.
Approved by.   DFAS-SA or customer’s supervisor

 approves all SF1081s before they are sent to certification.  The field site certifies the SF1081. 



r.
Telephone Number.  Telephone number of the preparer.  If the preparer is outside of the Field Site, they should put their phone number here.



s.
Date.  Date certified by the certification team.



t.
Authorized Administrative or Certifying officer.  Signature of the Certifying officer.



u.
Telephone Number.  This is the telephone number of the certifying officer.



v.
Items to remember when submitting the SF1081.




(1)
Always fill out all blocks.




(2)
Always attach supporting documents to identify the error and authorization for the correction.




(3)
Always attach a printout from the BQ address 

directory or Open Document List (ODL) showing correct accounting address.




(4)
Ask the Field Site Certification Branch any questions you may have about attachments to an SF1081 or what information to put and where to put it.


5.
Journal Vouchers - How to support JVS (OF1017-G).
a. Start with a good purpose statement.

(1) Try to avoid technical jargon.




(2)
Auditors need to be able to understand.

b. Regulatory References and/or Memos.

(1) DFAS Denver Regulation 7000.1, Chapter 16

(2) DOD FMR 7000.14-R, Vol. 6A, Chapter 2 




(3) DFAS Arlington JV Guidance, 2 Aug 00.




(4) DFAS Denver Memo, 28 Aug 00.




(5)
DoDIG/AFAA Expanding Audit In FY 01.

c. Road Map.

(1) Explain where you are and where you need to get.




(2)
Computations and/or Support must clearly justify adjustment.




(3) Provide audit trail that can be easily followed.




(4) Circle or highlight numbers for easy spotting.




(5)
Additional supporting or pertinent documentation must be attached where reasonable.




(6)
If not reasonable, state where it is readily available.


6.
Journal Voucher Instructions (JV) – SF1017-G. 



a.
JV Number.  This is the Journal Voucher Number.  Journal Voucher numbers will be assigned to your SF1017-G once certified by the Field Site.  A vendor pay journal voucher can be viewed in MAPPER/BQ once processed as “SK0J####”.  



b.
Date.  This is the Journal Voucher Date.  Journal vouchers will be dated the date that are input into the BQ 

system.  The date will assigned by the Field Site once they are certified.  



c.
Reference.  The DSR or PSR Used.  Payments disbursed out of wrong cost center or EEIC are corrected at PSR level. Payments disbursed against wrong contract are corrected at DSR level because a future obligation will be made and the journal voucher will need to be post-posted in IAPS.  Attach copies of address directory/ODL.



d.
Explanation.  Record the complete accounting

classification in this block, along with an explanation for the correction.  Identify the payment, contract, date of payment to be corrected and attach copies of erroneous payment.  Remember, a journal voucher cannot be used to correct an error between fund codes, this type of correction must be prepared using an SF1081.



e.
Debit.  Record the dollar amount to be corrected.  The debit side is the account/contract you want to be charged.  A debit transaction will use funds available.



f.
Credit.  Record the dollar amount to be corrected.  The credit side is the side where you will be giving funds back to the erroneously charged account or contract.  A credit 

transaction will make funds available for use.



g.
Total.  Record the sum total of all the debit charges in this block.



h.
Total.  Record the sum total of all the credit charges in this block.



i.
Prepared By.  The preparer of the Journal Voucher signs his/her name in this block.  If prepared outside the Field Site you must initial here to approve.



j.
Title.  Record the title of the person preparing the journal voucher.



k.
Approved by.  A Field Site certification officer signs his/her name in this block.



l.
Title.  The printed name and title of the 

certification officer are required in the block.

CHAPTER 6

ARMY MANAGEMENT REPORT

A.
PURPOSE.  These procedures will explain how to use the most critical Army Reports/Listings/Extracts/Databases.  Army Vendor Pay at DFAS-SA is supported by the Computerized Accounts Payable 

System for Windows (CAPS-W).  This system generates listings for use by DFAS-SA and the customer to assist in making accurate, timely  payments.  The reports generated by CAPS-W are not always populated with critical information, such as the receiving 

activity, which allows us to sort by your specific organization.  Effective May 1, 2001, DFAS-SA will use a program developed by Defense Finance Accounting Service-Indianapolis (DFAS-IN) to prevalidate payment entitlements.  In order to strengthen internal controls, the law mandates pre-validation of vendor pay 

entitlements to supporting obligation data in STANFINS prior to disbursement.

B.
APPLICABILITY.  The provision of this SOP applies to all Army  Customers supported by DFAS-SA.  

C.
POLICY.  All Army MEDCOM (Army Medical Command) and 5th Army Resource Managers will follow the below procedures to ensure  Budget Activity Report codes  are worked consistently and timely.

D.
PREVALIDATION REPORT.  The prevalidation report is worked jointly by DFAS-SA personnel and Army customers. 

E.
PREVALIDATION OF VENDOR PAY VOUCHERS.  The following 

regulations and guidance mandate the implementation of Vendor Pay Voucher Prevalidation Program.


1.
Department of Defense Financial Management Regulation (DODFMR) Volume 3, Chapter 11, paragraph 1102 states the prevalidation procedure be used to identify/match a proposed payment to its applicable supporting obligation that has been recorded in the Standard Finance System (STANFINS) prior to

disbursement.


2.
Department of Defense Financial Management Regulation (DODFMR) Volume 3, Chapter 8, paragraph 0803 requires  

recording an obligation when no obligation is found in the 

official accounting records prior to making individual 

disbursement. 


3.
The DFAS-IN Vendor Pay Policy Message 99-01:  Obligation Matching dated October 1998 requires all vendor payments to be prevalidated.

F.
PROCEDURES FOR THE VENDOR PAY VOUCHER PREVALIDATION       PROGRAM REPORTS.


1.
DFAS-AIO/SA, Army Accounting runs the DFAS-SA Army Vendor Pay Voucher Prevalidation program every business day and 

generates the Budget Activity Report, no later than the close of business at 0930 CST (Central Standard Time).  DFAS-AIOA/SA, Army Accounting Data Control Branch will disseminate an E-mail message when the reports are available in the FTP server.

2. The Army serviced customers retrieve the Prevalidation

report – Budget Activity Report by using one of the following methods.



a.
DFAS-SA Corporate FTP Server : Corp1.dfas.mil/ftp_/San_Antonio/##(DPI code)/VPPP/########.txt (filename).  The DPI code is 42 for ASN 7401, and the filename consists of OA,ASN,DPI, i.e. 74740142.txt.



b.
DFAS website: https://dfas4dod.dfas.mil/centers/dfasin/dno/vpoploc.htm.  The Budget Activity  report is published the following day after it is transmitted to the DFAS-SA FTP server.  




(1)
At the DFAS Vendor Pay Prevalidation screen listed by DFAS sites, click on San Antonio.




(2)
Click on the DPI (Data Processing Indicator) code of your organization.




(3)
Locate the Operating Agency (OA) applicable to your organization.

(4) Click on your Allotment Serial Number (ASN). 

G.
RETRIEVAL OF THE VENDOR PAY VOUCHER PREVALIDATION PROGRAM REPORTS.

1.
To simplify access to the Prevalidation Program on the FTP server, the following steps are required in setting up the folders for the first time.  All future access via FTP should be extracted in the FTP folder – VPPP. 



a.
Create profile folder in the C drive, C:\VPPP.



b.
Create profile folder in the FTP.



c.
Connect to the FTP and click on ‘NEW’.



d.
In the profile name, type ‘VPPP’.



e.
Click on ‘NEXT’.



f.
In the address line, type ‘Corp1.dfas.mil’



g.
Click on ‘NEXT’



h.
Type your USERID (As provided by your system 

administrator).



i.
Type your password (As provided by your system

administrator).



j.
Click on ‘Save PWD’ to save password



k.
Click on ‘FINISH’ 



l.
Click on ‘PROPERTIES’



m.
Click on ‘START UP’


2.
Type in the remote site folder: /ftp_1/san_antonio/xx/VPPP/, the special characters ‘xx’ refer to the Data Processing Indicator code (DPI). 


3.
Type in the local folder : C:\VPPP.


4.
Type in the remote mask : OAASN*.*, i.e. 747400*.*.


5.
Click on ‘OK’.


6.
When you sign on to the FTP folder, click on the file created and transfer it to the C:\WS_FTP\VPPP folder.


7.
Printing procedures on the Budget Activity Report.  In

order to print the report from the FTP server or  DFAS website, the following steps should be followed. 



a.
Open the file using the Word program, with a file type of ‘All Files’.



b.
Highlight the entire document and change the format with the following information.




(1)
Font should be ‘Courier’.




(2)
Size should be  ‘6’.




(3)
Click on ‘Page setup’ and change the Orientation to ‘Landscape’.




(4) Print the file.

H. DETAILED EXPLANATION OF THE BUDGET ACTIVITY REPORT. 

1.  The Budget Activity Report reflects the following data extracted from CAPS-W and interfaced with the STANFINS records:



a.
Contract Number, as shown in CAPS-W.



b.
Invoice Number, as shown in CAPS-W.



c.
Clin, as shown in CAPS-W.



d.
FY, (Fiscal Year) as shown in CAPS-W.



e.
EOE, (Element of Expense or Element of Resource as shown in CAPS-W.



f.
APC, (Accounting Processing Code) as shown in CAPS-W.



g.
DOCNBR, (Document Number or Document Reference Number) as shown in CAPS-W.



h.
Amount, as shown in CAPS-W.



i.
FY(from STANFINS).  (Fiscal year) DFAS-FVA/SA, Army Vendor Pay, must correct CAPS-W.

j. EOE (from STANFINS).  DFAS-FVA/SA must correct

CAPS-W.

k. APC (from STANFINS).  DFAS-FVA/SA must correct 

CAPS-W.

l. DOC (from STANFINS).  DFAS-FVA/Sa must correct

CAPS-W.



m.
Status Code.  Refer to para 2 below.


n.
DPI (Data Processing Code), as shown CAPS-W.



o.
OA (Operating Agency), as shown in CAPS-W.



p.
ASN (Allotment Serial Number) as shown in STANFINS.



q.
PD (Program Director) as shown in CAPS-W..



r.
TD  (Times Downloaded).  Number of program interfaces of updated STANFINS daily cycles.



s.
OC  (Obligation Created).  Letter ‘x’ appears when obligation is created and reflected in the STANFINS database as discussed in para I-J, pages 6-7 and 6-8 below. 



t.
INVREC (Invoice Received), CAPS-W reflects receipt of an invoice.



u.
RECREC (Receiving Report Received), CAPS-W reflects receipt of receiving report.



v.
RECREQ  (Receiving Report Required), CAPS-W reflects non-receipt of receiving report, therefore receiving report is required.


2.
The status codes of the Budget Activity Report  require immediate corrective actions from the customers and/or the 

DFAS-SA personnel.



a.
WO – Without Obligation.  If the invoice is valid, customer must post obligation in STANFINS.  If invoice is invalid, contact your accounting technician to return invoice to vendor.



b.
EO – Exceed Obligation.  Invoice exceeded the

obligation. If invoice is valid, customer must post obligation in STANFINS.  If invoice is invalid, contact your accounting technician.  In some cases, a contract Mod may be required.



c.
AO – Awaiting Obligation.  This is not applicable to DFAS-AIOB/SA.



d.
RR – Research Required.  Additional time is required by either the customer or DFAS-AIOB/SA to resolve the problem.  Days under condition, RR will not count against the 3-day ($2,500 or less) or 10-day clock (greater than $2,500) DFAS obligation clock when DFAS will make the obligation.



e.
RP – Ready to Pay.  Funds are properly obligated at the DRN level and the contract, invoice and receiving report are posted in CAPS-W.  Please note:  It is possible that there is sufficient funding obligated at the DRN level in STANFINS but not at the CLIN level in CAPS-W.  When this condition exists, payment can not be made until DFAS-SA conducts an audit of all payments to determine if there were improper postings to the wrong CLINs and then adjustments are made accordingly.  In some cases, a contract mod may be required.



f.
IA – Invalid Accounting Class or Accounting

Processing Code. CAPS-W reflects invalid or erroneous APC that is not in STANFINS. Customer must coordinate correction of this code with DFAS-AIOB/SA and/or DFAS-AIOA/SA, if necessary. 



g.
DP – Possible Duplicate Amount. The invoice in CAPS-W may have been duplicated.  DFAS-FVA/SA must resolve this code within one business day.



h.
NR –  Receiving Report Not Received as reflected in the CAPS-W. Customer must coordinate this code with DFAS-FVA/SA.



i.
Due Date – Date the invoice payment is due as shown in CAPS-W.   


3.
The last four columns of the Budget Activity Report

indicate the status of the invoice, the receiving report and payment due date. Code ‘Y’ is for Yes and ‘N’  is for No on the status of invoice or receiving report.


4.
Contact your designated DFAS-FVA/SA (Army Vendor Pay) Lead Technicians for status codes ‘NR’ and ‘DP’ only.  DFAS-FVA/SA supervisors are assigned contracts based on contract prefixes, see attached prefixes. Generally, DFAS-FVA/SA ,Vendor Pay will correct Vendor Pay issues shown in the Budget Activity Report within three business days. The preferred method of contact of DFAS-FVA/SA POCs is through Email.


5.
All other status codes such as WO,EO,AO,RP,RR, and IA in the Budget Activity Report must be referred to your servicing Army Accounting Technician. The preferred method of contact with all the DFAS-AIOB/SA POCs is through Email.  All accounting adjustments will be made within three business days.

    6. In cases when a contract is considered to have been 

disbursed in error, i.e. wrong FY,APC,DRN, CLIN, etc, Army 

serviced customer must provide the information to their  

servicing Army Accounting Technician, who in turn, will forward a request for correction to the appropriate DFAS-FVA/SA 

supervisor and record the associated invoice on the Budget

Activity Report as status code ‘RR’ to prevent any system 

generated obligation action. 

  a.  DFAS-FVA/SA supervisor will review the information provided and make the necessary changes within one business day. 

 b.  If DFAS-FVA/SA supervisor can not complete the corrections within one business day, the contract in error is elevated to DFAS-FVA/SA for audit with the goal of resolving within three business days.  If not resolved within three business days, elevate the concern to higher management level. 

c.  Results of the contract audit will be posted in 

CAPS-W  and STANFINS, as necessary.


7.
The Budget Activity Report will reflect  corrections identified by the customer as discussed on page 6-5, para H.2.  within two Prevalidation Program cycles.  DFAS- FVA/SA will correct CAPS-W information within three business days.

I.
AUTOMATIC PROCESSING OF OBLIGATIONS IN THE VENDOR PAY VOUCHER PREVALIDATION PROGRAM.


1.
In order to comply with the DOD Financial Management Regulation Volume 3, Chapter 8, par 0814, Unrecorded Obligations, DFAS-AIOB/SA, Army Accounting automatically obligates all invoices shown in the Budget Activity Report based on the following criteria.



a. Invoice amount is $2,500.00 and less.

(1) The report status code is ‘WO’.

(2) Or, the report status code is ‘EO’.


 (3)  TD is equal to or more than ‘3’.



b. Invoices with threshold amount greater than $2,500.00 


   (1)  The report status code is ‘WO’.



 
(2)  Or, the report status code is ‘EO’.



 
(3)  TD is equal to or more than  ‘10’.


2.
Invoices with document number which begins with ‘IMPAC’ and, EOR which begins within one business day are obligated immediately.


3.
To preclude duplicate obligation transaction, customers should obligate valid invoices shown in the Budget Activity Report with a TD code of ‘0’,‘1’ or ‘2’ through STANFINS within one business day. 

J.
TRACKING OF OBLIGATION WITH THE VENDOR PAY VOUCHER PREVALIDATION PROGRAM.  In compliance with the DFAS-IN message dated March 14,2001, subject New Problem Disbursement Report Requirement:  DFAS 3B Report, DFAS-AIOD/SA, Army Accounting Report and Analysis Branch tracks all obligation transactions processed for the customers.  In order to track the obligations generated by the Prevalidation program, the transactions are assigned block number of ‘V##’ and TA ‘23’.  The special character ‘V’ is constant and the characters ‘##’ specify the calendar day the obligation transaction is posted in STANFINS.

K.
BUDGET RESPONSIBILITES.  The budget activity will review their respective activity report and adjust accordingly to the error message listed.


1.
Standard Document Numbers.  Ensure Standard Document Numbers (SDN) are used on all documents according to DFAS MANUAL 37-1, Chapter 5.


2.
Accounting Classification.  Ensure the accounting classification on the documents sent to DFAS-SA, Finance Directorate matches the obligations in STANFINS.


3.
Timely Submission.  Ensure timely submission of dbCAS input to DFAS-SA, System Directorate.

L.
DFAS ARMY ACCOUNTING RESPONSIBILITIES ON THE PREVALIDATION PROCESS.


1.
Provides technical support to the Army customers on all the Budget Activity Report codes except ‘NR’ and ‘DP’.


2. Monitors the prompt resolution of corrections needed in CAPS-W.  

M.  DFAS-SA ARMY VENDOR PAY RESPONSIBILITY ON THE PREVALIDATION  PROCESS.
1. DFAS-FVA/SA technicians will ensure all Vendor Pay

vouchers are prevalidated and obligated prior to disbursements.

2. Ensure that the recommended corrections cited in the Budget Activity Report are corrected in CAPS-W within three business days.


3. Provide technical support to the Army serviced customers on the Budget Activity Status codes ‘NR’ and ‘DP’ are worked jointly by DFAS-SA personnel and Army customers.  These reports can be retrieved via the DFAS web site at https://dfas4dod.dfas.mil/centers/dfasin/dno/vpoploc.htm

4.
Invoices with document number which begins with ‘IMPAC’ or EOR which begins with ‘1’ are immediately obligated based on the Memorandum of Understanding dated ______, Subject ______


5.
To preclude duplicate obligation transaction, customers should obligate valid invoices shown in the Prevalidation report with a TD code of ‘0’,‘1’ or ‘2’ through dBCAS within one business day. 

CHAPTER 7

ELECTRONIC DATA ACCESS (EDA)

(Air Force only)

A.
PURPOSE.  EDA serves as a centralized database for storing and accessing images of official documents:



1.
Contracts.



2.
Personal Property Government Bills of Lading (GBL).



3.
Freight GBLs.



4.
Government Travel Requests (GTR).



5.
Non-Automated GBLs.



6.
Disbursing Vouchers.



7.
Materials Acceptance and Accounts Payable Reports (MAAPR).



8.
DD Form 1716 (Contract Data Package Recommendation/ Deficiency Report).



9.
Electronic Transactions For Others (TFO) Reports.



10.
DD Form 557 (Signature Cards).

EDA allows registered Government Users and Vendors access to these documents via a Web browser.  For instructions on 

obtaining access see Chapter 9, Systems Schedules and Access.

B.
NAVY/AIR FORCE INTERFACE (NAFI).  Contracts/delivery orders are to be loaded by the Contracting office into NAFI.   

Contracts are indexed to EDA.  When a contract/delivery order was properly indexed to EDA, EDA will automatically transfer the request for a document to the NAFI system for viewing.  However, if the contract/delivery order was not properly indexed to EDA, the User will not be able to view the document in EDA.  When this occurs, the User should contact the responsible base 

Accounting Liaison (ALO).  The base ALO is responsible for 

contacting the Contracting Office to correct the indexing 

problem. If the contract is still not available in EDA after 4 working days from date entered in IAPS, the User should contact the Defense Enterprise Computing Center (DECC) Ogden Help Desk at 800-392-1798, extension 8 for assistance. 

C.
CONTRACTS/MODIFICATIONS MISSING IN EDA.  The base ALO will be notified by Vendor Pay technician of contracts or modificaions that are not in EDA within four days after the award date or 

interface to IAPS.  The ALO is responsible for contacting the Contracting Office for resolution.  If the contracting office cannot properly index the document to NAFI or EDA, they must forward a signed copy of the contract/modification to DFAS/SA.


1.
Mailing Address. 



DFAS-FVD/SA



ATTN:  Document Management Branch, Vendor Pay Division



500 McCullough Ave



San Antonio, TX 78215-2100


2.
Fax Number. (210) 527-8142 or (DSN 448).

D.
PROCEDURES FOR VIEWING DOCUMENTS.

1.
Logon to http://eda.ogden.disa.mil.


2.
Click on DECC-Ogden Index Server (With username/password)


3.
Enter the Username and Password.


4.
Click OK.


5.
Select the Document database you wish to access by double clicking on the document name.


6.
See Appendix A for Standard Search Options

E.
EDA BROADCAST MESSAGE.  An EDA broadcast message is 

transmitted daily to identify all contracts released by 

contracting officers.  The list of contracts by Field Site is available to all DoD employees by logging on to:

https://rainbow.ogden.disa.mil/BROADCAST/contracts/.

CHAPTER 8

WEB INVOICING SYSTEM (WINS)

Presently, WINS is not being used at the San Antonio Field Site.  Instructions will be forth coming.

CHAPTER 9

SYSTEMS SCHEDULES AND ACCESS

A.  Systems Schedules.
1. The following is the Systems Office support schedule:

a. Monday through Friday.  From 6:00 AM through 7:00 PM Central Standard Time and from 6:00 AM through 8:00 PM Central Daylight Time.  

b. Saturday.  Support is provided to the Air National Guard units on their weekend drill dates from 7:00 AM to 4:00 PM. Saturday Support is also provided to DFAS San Antonio and other AF Bases when needed/requested.  The request for Saturday support, with a POC phone number and e-mail address, needs to be submitted by e-mail to the Systems Office (Bill Parnell, Roger Schilling and David Gotthardt) by 1:00 PM the preceding 

Wednesday.  

c. ANG Drill Dates.  If you will be working on the ANG Drill dates, the Systems Office also needs to be notified.  The Systems Office needs to know the activities that are working on the weekend so that we can call or send an e-mail notification to the POC when there is an unexpected problem or the system goes down.

   d.  Holiday and Weekend Support.  Provides support to all activities as needed, however, we do not normally provide 

Saturday support on a Holiday weekend (Friday or Monday 

Holiday), i.e. Memorial Day weekend.

    e.  The DFAS San Antonio Systems Schedules for the Army (STANFINS current month) and the Air Force (BQ, TQ and CPAS) for the current month and proposed schedule for the next month are posted on the following web site:

https://dfas4dod.dfas.mil/centers/dfasde/sanantonio/systems/schedule/   

2.  Occasionally, an ANG unit will call and let us know that they have completed their work and no longer need systems support.  The Systems would then be closed, unless we were 

notified that another activity is also working that day.

3.  The proposed schedule for the next month are posted to the web site for review and planning purposes.  If any problems are noted with the proposed schedule, please provide your changes to Bill Parnell for TQ and CPAS and Roger Schilling for BQ.
B.  Air Force Integrated Accounts Payable System (IAPS). 


1.
Security Access.  Access to IAPS must be requested through Field Site (DFAS-AS/SA) by submitting typed copies of the DISA Form 41, System Authorization Access Request (SAAR) Parts I-IV and DISA Form 41, Part V, User Access (Unisys)

Figures 1B and 1C.


2.
Submission of Systems Authorization Access Request (SAAR).  Field Site users should forward completed DISA Form 41, SAAR (Figure 1) to the Systems Accountant in the Systems Management Office.  Customers should mail or fax completed DISA Form 41.



a.
Mailing Address. 




DFAS-AS/SA




ATTN:  SYSTEMS




500 McCullough Av




San Antonio, TX 78215-2100



b.  RightFax Number.  (210) 527-8349 (DSN 448)or

Fax Number (210) 527-8059, (DSN 448).



c.
Return Address and Phone Number.  Return address

information is required.  When submitting DISA Forms 41, provide a telephone number and name for a central point of contact (POC) of your organization for questions.  Incomplete and handwritten forms will be returned for corrections.  For more details on these security procedures, see DFAS 8000.1-R, Information

Management Policy and Instructional Guidance.


3.
Access Profiles.  Customers, except ANG, will be approved for level 5 – inquiry and FSO Clerk function (commitment and 

receiving report input).  ANG customers will be approved for level 5 – inquiry and ANG functions (obligation, commitment, 

receiving report input). 


4.
Access Problems/Security Lockouts.  IAPS users who 

experience problems with their USER ID (e.g., user locked out, access denied, etc.) need to contact DFAS-AS/SA at (210)

527-8210 or 8369 (DSN 448).

C.
Army Computerized Accounts Payable for Windows (CAPS-W).

1.
Security Access.  Access to CAPS-W must be requested through DFAS-AS/SA by submitting typed copies of the System Authorization Access Request, DISA Form 41, Parts I-IV,

(Figure 1).


2.
Submission of Security Access Forms.  Users should forward completed DISA Form 41 to the Systems Accountant in the Systems Management Office.  Customers should mail or fax completed DISA Form 41.



a.
Mailing Address. 




DFAS-AS/SA




ATTN:  SYSTEMS




500 McCullough Ave




San Antonio, TX 78215-2100

b. RightFax Number.  (210) 527-8349 (DSN 448) or

Fax Number (210) 527-8059 (DSN 448).



c.
Return Address and Phone Number.  Return address 

information is required.  When submitting DISA Forms 41, provide a telephone number and name for a central point of contact (POC) of your organization for questions. Incomplete and handwritten forms will be returned for corrections.  For more details on these security procedures, see DFAS 8000.1-R, Information 

Management Policy and Instructional Guidance.


3.
Access Profiles.   List the required CAPS-W Profile in Block 18 of the DISA Form 41.  Attach list of profiles.


4.
Access Problems/Security Lockouts.  Army CAPS-W users who experience problems with their USER ID (e.g., user locked out, access denied, etc.) may contact DFAS-AS/SA at (210) 527-8202 or 8318 (DSN 448).

D.
ELECTRONIC DOCUMENT ACCESS (EDA).

1.
Security Access.  



a.
DFAS-SA Internal User.  Access to EDA must be 

requested through DFAS-AS/SA by submitting typed copies of the System Authorization Access Request, DISA Form 41, Parts I-IV, a (Figure 1) and Part V, User Access (Mid-Tier), Figures 1D

and 1E.



b.
 DFAS-SA Customer. Customers should contact their 

local Terminal Area Security Officer (TASO).



c.
Vendors.  Vendors should contact the servicing 

Contracting Office or the EDA POC at HQ DLA, phone number (703) 767-6979.


2.
Submission of Security Access Forms.  DFAS-AS/SA users should forward completed DISA Form 41 to the Systems Accountant in the Systems Management Office.  


3.
Self-Registration.  



a.
After you submit the DISA Form 41 to DFAS 

San Antonio, the User must self-register in the EDA Registration Database. 



b.
Logon to http://eda.ogden.disa.mil.  Complete the EDA New User Registration Form.  After completing the Registration Form and prior to clicking on the Submit button, print a copy of the registration form.  Forward the registration form to the Systems Division.



c.
If there are any questions or concerns, the User should contact the Defense Finance and Accounting EDA 

Information Systems points of contact at (210)527-8216 or 8343 (DSN 448).

4.  Access Problems/Security Lockouts.  Users who 

experience problems with their USER ID (e.g., user locked out, access denied, etc.) need to contact DFAS-AS/SA at (210)

527-8216 or 8343 (DSN 448).

E.
RIGHTFAX ACCESS FOR DFAS-SA INTERNAL USERS.

1.
Administrator Access.  Only the Systems Division

personnel will maintain the RightFax Administrator profiles.  Personnel assigned as the RightFax Administrators will be 

responsible for creating Group Accounts, assigning users to a Group Account, issuing user passwords, assigning user profiles, and deleting user access.  


2.
User Access.  The User’s Supervisor must complete a

DFAS-SA Form 0801 (Figure 2) for each user.  The form can be found on Formflow.  In Section C, the Supervisor will identify the Group Account Name on the DFAS-SA Server.  The Supervisor may email or hand carry the completed form to the Systems 

Division RightFax Administrators.  The Administrators will 

process the request by creating a password for the user.  The administrator will notify the User to pick up the password and sign the Statement of Accountability. 


3.
Password Expiration.  The passwords expire in 90 days.  The User will be notified by the RightFax Administrator 5 days in advance of the date the password expires.  The User will pick up the new password from the RightFax Administrator and sign the Statement of Accountability.

F.
WIDE AREA WORKFLOW (WAWF) ACCESS.

1.
DFAS-SA Air Force Customers. Customers should contact their local Contracting Office or the local Group Administrator (GAM) to obtain information on acquiring a PKI certificate.  For additional assistance, logon to website https://afpki.kelly.af.mil/. 


2.
DFAS-SA Vendors.



a.
Vendors should establish a Group Administrator (GAM) account or an Electronic Business (EB) point of contact.  For detailed instructions, logon to the WAWF-RA website at https://rmb.ogden.disa.mil/helpreg.html. Scroll down to the 

Vendor section and click the registration help link. 



b.
Prepare DISA Form 41 for all users requiring access.  For detailed instructions, logon to the website https://rmb.ogden.disa.mil/worddocs/SampleForm41-Vendor.doc. 



c.
You are required to enter the cage code number in block 18 of the DISA Form 41.  For assistance in identifying the cage code number, logon to website https://www.ccr.dlsc.dla.mil.



d.
Establish a group e-mail account to receive e-mail

notification of processed documents.  When you receive your User ID via email, logon to the website https://rmb.ogden.disa.mil/servlet/selfreg. 


3.
DFAS-SA Internal User. 



a.
The User’s Supervisor must complete a DISA Form 41, System Authorization Access Request (SAAR) Parts I-IV and DISA Form 41, Figure 1, and Part V, User Access (Mid-Tier), Figure 1D and 1E to request access.  These forms are available on the N Drive. The DFAS San Antonio Security Officer must complete the DISA Form 41 part II.  The DISA Form 41, Part V, Block 9 must include the Terminal Area Security Officer’s (TASO’s) typed name, signature and e-mail address.



b.
The User’s Supervisor or TASO forwards the completed DISA Forms 41 to the System Management Office (DFAS-AS/SA).  The Systems Accountant reviews the form for completeness and 

coordinates with the Supervisor or TASO to resolve 

discrepancies. 



c.
The Systems Accountant then prepares an Excel 

spreadsheet with the User’s Last Name, First Name, and Middle Initial, Generation, E-mail address, Station (DFAS), City (San Antonio), State (TX), Country (US) and whether the employee is a civilian or military member.  After the Excel spreadsheet is completed, the Systems Accountant e-mails it to the Local 

Registration Authority (LRA) at the DFAS Denver Center. 



d.
After the LRA generates the PKI Certificate, the LRA faxes the certificate to the Systems Accountant. The 

certificates are printed by the DFAS-AS/SA Systems Management Office, and then deleted from the Right FAX Server.  The 

certificates are treated as sensitive items.  At that time, the Systems Accountant faxes the completed DISA Forms 41 to DFAS Denver (DFAS-ASDV/DE) at (303)676-5173 and voice number of (303)676-7774 for activation of the PKI certificates.



e.
Upon receipt of the PKI certificate from the Denver LRA, the Systems Accountant will load the certificate on the user’s PC using the WEB site listed on the certificate http://reg.c3pki.den.disa.mil or http://reg.c3pki.chamb.disa.mil.  The certificate is also 

registered on the WAWF-RA website https://rmb.ogden.disa.mil. 



f.
After the certificates are loaded and registered, the User will receive an e-mail notification to indicate that the certificate has been activated (usually within 24 hours).  The User must then log back on to the WAWF-RA website to test the certificate and ensure that they are able to log on to the WAWF application.  Problems with access to the WAWF application are to be reported to the Systems Management Office at 8216 or 8407.

G.  DFAS SAN ANTONIO WEB PAGE.

1.
General.  DFAS San Antonio has an Internet home page on the DFAS-DE Customer Support Web page.  This web site is 

designed to provide information to our customers.  This web site will have the schedules, status of systems, instructions, 

procedures, action items, and points of contact.


2.
Internet Address Access.  The DFAS-DE Customer Support Web Page can be reached through the Internet.  In order to 

access the web site, the user will need a “. mil address”.  This means that customers will need to use Internet service from a military installation or a government activity.  It will not work, at this point, from home Internet service providers.  The web site address is https://dfas4dod.dfas.mil.   The site does not use the World Wide Web (www) addressing convention.

H.
FILE TRANSFER PROTOCOL (FTP).

1.
General.  FTP transmissions to and from the Field Site will go through the DFAS Corporate FTP Server.


2.
Server Address.  The server address is CORP1.DFAS.MIL and has subdirectories set up under the higher level directories of FTP-1/SAN ANTONIO.  These subdirectories are categorized by data type and contain data for both Air Force and Army customers.  The server requires the use of a specific USER-ID.  The USER-ID may be obtained by providing the following information to 

DFAS-AS/SA at (210) 527-8343 (DSN 448).



a.
Name.



b.
Location.



c.
IP address of computer accessing the FTP Server.



d.
Commercial telephone number.



e.
Commercial FAX number.



f.
E-mail address.

I.
PROBLEM RESOLUTION.  U.S. Army Medical Command (MEDCOM) 

customers must use their chain of command to report software CAPS-W and Corp Server problems with systems administered by the DFAS-SA Systems Management Office.  Problems should be addressed to the Resource Management Office, Headquarters MEDCOM (HQ MEDCOM) to apprise them of the problem.  They will either solve the problem or refer it to DFAS-AS/SA.  Need to identify what kind of software problems are addressed here.


Note:  Users who experience problems with the Computerized Accounts Payable System for Windows connectivity should call their local supporting Information Management Office.
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Figure 1

9-9 
PART V – USER ACCESS (UNISYS)

(for users of DFAS-DE maintained computer systems)

Privacy Act Statement

Collection of this information is authorized under 18 U.S.C. § 1030, as amended, and Pub.L. No. 98-473, Pub.L. No. 99-474, Pub.L. No. 104-294.  The information will be 

used to verify that you are an authorized user of a Government automated information system (AIS) and/or to verify your level of Government Security clearance. Although

disclosure of the information is voluntary, failure to provide the information may impede or prevent the processing of your “System Authorization Access Request (SAAR)”.

Disclosure of records or the information contained therein may be specifically disclosed outside the DoD according to the “Blanket Routine Uses” set for at the beginning

of the DISA compilation of systems of records, published annually in the Federal Register, and the disclosures generally permitted under 5 U.S.C. 522a(b) of the

Privacy Act. 

1. ACTION (Check one)

 FORMCHECKBOX 
 INITIAL     FORMCHECKBOX 
  MODIFICATION   FORMCHECKBOX 
  DELETION
2. USERID (Blank if Initial)

     
3. SSN

     

4.  NAME     Last   

     
                                                           
First

     
MI

     
5.TELEPHONE (Include area code)     

Comm:     
Internet E-Mail:

     
DSN: 

     

FAX: 

     


6.  TERMINAL ID(S)
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Employee Type:

 

PREVIOUS EDITION IS OBSOLETE        

EQUIPMENT SOFTWARE, & RIGHTS REQUEST FORM

SECTION A.

INFORMATION OF EMPLOYEE REQUIRING THE SERVICE

DFAS-SA Form 0-801, May 01 (V2) 

SECTION E.  FOR DFAS-DS/SA USE ONLY

 SECTION B.

  EQUIPMENT and SOFTWARE REQUIREMENTS

Employee's Last Name, First, MI 

Printer No.

Office Symbol

Cubicle

Phone

Grade/Rank

Supervisor's Last Name, First, MI 

Date of Request

Date

 

Required

Phone

Office

 

Symbol

SECTION D.  GAINING OFFICIAL INFORMATION 

(Must be completed by new supervisor of Section A)

PERM

Shared Directory Name:

Printer Location

Server

Container

LAN

E-MAIL

Monitor B/C

CPU B/C

CPU Type

Monitor Type

Phone No.

SAC Number

206.39.

3 SKL

1 SKL

2 SKL

New  Employee

Functional Transfer

Cubicle Move

 To

CASU

TEMP/TERM

TEMP (1- 120) Days

SUPERVISOR

LAN

E-MAIL

Computer

Army Vendor Pay

Army Accounting

Army Travel

RightFax

Air Force Vendor Pay

Air Force Accounting

Enter an "X" in all applicable boxes :

Enter an "X" in all applicable boxes :

Date Temporary or CASU Assignment Expires (mmddyy):

TERMINAL ID

EQUIPMENT

LAN INFORMATION

Phone

 SECTION C.  RIGHTS

ADD

DELETE

RightFax Group Name:

I understand my obligation to protect my password.  I assume the responsibility for data and systems I am granted 

access to.  I will not exceed my authorized access.  ______________________________________________ 

 

Other:                                                                                                                                                                                   

                       

7.  STATUS   FORMCHECKBOX 
 Contractor            7a.  FOREIGN NATIONAL

      FORMCHECKBOX 
  Federal Employee                       FORMCHECKBOX 
  Yes       FORMCHECKBOX 
  No
8. ORGANIZATION  (Commercial mailing address)

     

9. I certify that this user has a DISA Form 41, Parts I – IV on file.

a.      Signature and typed name of responsible security officer/TASO

__________________________________________________________________________
b. Internet E-Mail      
c. Date      



10. SIGNATURE AND TYPED NAME OF SUPERVISOR

a. _____________________________________________________
b. Date      

11.  STATEMENT OF ACCOUNTABILITY – I understand my obligation to protect my password. I assume the responsibility for data and system I am 

granted access to. I will not exceed my authorized access.

a. User’s Signature _____________________________________________________________________________ b. Date      

12. APPLICATIONS

          

 FORMCHECKBOX 
        IAPS

Access Level  ________
Tech Id           ________

 FORMCHECKBOX 
        IPC

Access Level ________
Tech Id          ________
 FORMCHECKBOX 
       GAFS

Access Level ________
 FORMCHECKBOX 
     ATRAS
 FORMCHECKBOX 
    MAPPER (CITS)

Database #  ________

 FORMTEXT 

________

________






CITS Userid ________
________
________

 FORMCHECKBOX 
   SBSS-ACCTG

             
 FORMCHECKBOX 
  OTHER

             

13. UNISYS EXECUTIVE SOFTWARE

 FORMCHECKBOX 
 LOUS-II      FORMCHECKBOX 
 ADDRSS       FORMCHECKBOX 
 FTP       FORMCHECKBOX 
  SCHEDULER
14.  ACCESS TYPE     FORMCHECKBOX 
 BASIC CONS    FORMCHECKBOX 
 DISPLAY CONS

        FORMCHECKBOX 
 TIP                          FORMCHECKBOX 
 DEMAND         FORMCHECKBOX 
  BATCH

1. SPECIAL ACCESS REQUEST

              

2. REMARKS/JUSTIFICATION

             
             

3. SIGNATURE(S) AND TYPED/PRINTED NAME(S) OF FUNCTIONAL DATA OWNER(S) AND DATE(S)



a. _____________________________________________________
b. _____________________________________________________

________
________
c. _____________________________________________________
d. _____________________________________________________
________
________

18.  SIGNATURE(S) AND TYPED/PRINTED NAME(S) OF FUNCTIONAL DATA OWNER(S) AND DATE(S)



a. _____________________________________________________
b. _____________________________________________________

________
________
c. _____________________________________________________
d. _____________________________________________________
________
________

DISA FORM 41, SEP 1996 (EF)

PART V – UNISYS (Modified Aug 1999)  (Replaces Apr 98 version)


Figure 2
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PART V TO DISA FORM 41 USER ACCESS (UNISYS) INSTRUCTIONS

Block 1 . Action: Place an X in the appropriate box. If it

is for a new user ID or job, mark the init ial box; if it is

requesting additional access, confirm that the user has a

valid user ID and then mark the modification box. If the

user is leaving your area and w ill no longer require a user

ID, confirm that the supervisor has transferred any

resource from the user and then mark the deletion box.

Block 2. User ID: If it is a modification or deletion, enter

the user ID for the requested application. Leave blank if

this is an initial request.

Block 3. SSN: If the user is a Foreign National without a

SSN, leave blank.

Block 4 . N ame: Type LAS T name, FIRS T name, and MI

of user.

Block 5. Telephone & Internet E-Mail: Type in the user' s

commercial (Comm), DS N and FAX number and in t ernet

e-mail address. For foreign telephone numbers, leave

telephone information blank here and insert entire

commercial number (to include access and country codes)

and DS N telephone number in the remarks, Block 16.

NOTE: User' s internet e-mail address MUS T be included.

(Example: J ohn.Doe@DFAS .MIL)

Block 6 . Ter minal ID(s): Enter the user' s terminal ID as

configured on their PC. If you do not know the user' s

terminal I D, view the U nisys configuration files on the P C.

Block 7. Status: Check one box only.

Block 7a. Foreign National: Check one box only.

Block 8. Organization: Type the user' s complete and

current commercial mailing address for his/her w orking

location. This must include actual city, state, and zip

code (country and country code if foreign), not just APO

address. S pell out acronyms as much as possible.

Block 9. Security Officer/TASO Certification: The person

filling out the form prints his/her name, signs and dates.

NOTE: Internet e-mail address must be included.

Block 10. Signature and Typed Name of Supervisor: The

responsible security officer will type the supervisor' s

name and obtain the user' s supervisor signature to certify

the user has a valid need to access this application.

Block 11. S tatement of Accountability: The responsible

security officer will obtain the user' s signature and date.

Block 12. Applications: Check t he box(es ) for the

application(s) needed and:

- For IAPS: Enter access level requested (up to 5 digits)

for example:

* CLI&R Clerk, Invoices & Receiving Reports (OPLOC only)

CLREC Clerk, Reports & Recon (OPLOC only)

* CLOBL Clerk, Obligations (OPLOC only)

CLANG Clerk, Air National Guard (ANG only)

* CLFSO Clerk, FSO (FSO, AF Reserve only)

INQ Inquiry (As needed)

SUPER Supervisor (OPLOC only)

SUBSU S ubSupervisor (OPLOC only)

SYS S ystems (OPLOC only)  VP Vendor Pay (OPLOC only)

*Note - if t he ANG can s eparate duti es they will use these

access lev els instead of " CLANG"

Also enter three digit tech ID for modifications (blank if initial).

If you are not fami liar wi th the IAPS levels of access, refer to the

on-line manual, DFAS -DE 7077.7-M.

- For IPC: Enter access level requested (up to 5 digits)

(eg: super, subsu, CL for Clerk, INQ for Inquiry only),

and three digit tech ID for modifications (leave blank if

initial). If you are not familiar with IPC levels of access,

refer to DFAS -DE 7077.8-M, DoDMSS Users Manual.

- For GAFS enter only access le vel code: A for

Accounting & Finance Tech; B for Budget; C for

Accounts Control; I for INQUIRY at OPLOC only, R for

Resource Advisor; T for Travel Technician (for others,

see A FM 177-370, Chapter 11).

- For AFRAS , check box only.

- For Mapper (CITS ), check box and list the MAPPER

system number(s) (eg, MAP002, MAP025, etc.) for

w hich access is requested. If CITS User ID is different

from your UNIS YS User ID, then enter it here, too.

- For SBSS-ACCTG, check box and provide required

Transaction Ident ification Code (TRIC) per DFAS -DE

7077-10.M.

- For any other application check the " other" box and

type in applic ation and lev els needed in space below .

Block 13. UNISYS Executive Software: Check as many

boxes as required.

Block 14 . Access Type: Check as many boxes as

required. (If requesting " Display Cons" please justify in

Block 16.)

Block 15. S pecial Access Request: Enter any special

accesses required that are not specified above and include

level and Tech I D required i f applicable.

Block 16. Remarks/Justification: Enter any clarifying

remarks and justif ication as required.

Block 17 Functional Data Ow ner/OPR of Each Application

Selected: Responsible security officer/FDO w ill type/print

FDO' s name, in Block 15a f or the first application

selected in Para 12; repeat for other applications.

Block 18 . Processed By: The responsible security officer

who creates the user ID or permits the access to

resources w ill print/type his/her name
[image: image4.wmf]SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)

3.  ORGANIZATION

32.  DATE

  PART III  

(To be completed by User's Supervisor)

  

  PART IV  

(To be completed by AIS Security Staff adding user)

   

DISA Form 41, SEP 1996 (EF)

PRIVACY ACT STATEMENT

Public Law 99-474, the Counterfeit Access Device and Computer Fraud and Abuse Act of 1984, authorizes collection of this information.  The information will

be used to verify that you are an authorized user of a Government automated information system (AIS) and/or to verify your level of Government security

clearance.  Although disclosure of the information is voluntary, failure to provide the information may impede or prevent the processing of your "System

Authorization Access Request (SAAR)".  Disclosure of records or the information contained therein may be specifically disclosed outside the DoD according to

the "Blanket Routine Uses" set forth at the beginning of the DISA compilation of systems of records, published annually in the Federal Register, and the

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act.

VERIFICATION OF NEED TO KNOW

I certify that this user requires access as requested in the performance of his/her job function.

18.  JUSTIFICATION FOR ACCESS

19.  SIGNATURE OF SUPERVISOR

20.  ORG./DEPT.

21.  PHONE NUMBER

22.  DATE

23.  SIGNATURE OF FUNCTIONAL DATA OWNER/OPR

24.  ORG./DEPT.

25.  PHONE NUMBER

26.  DATE

27.  USERID  

(Mainframe)

  

28.  USERID  

(Mid-Tier)

  

29.  USERID  

(Network)

  

30.  SIGNATURE

31.  PHONE NUMBER

STATEMENT OF ACCOUNTABILITY

I understand my obligation to protect my password.  I assume the responsibility for data and system I am granted access to.  I will not exceed my

authorized access.

  PART II  

(To be completed by User's Security Manager)

  

16.  ACCESS TO CLASSIFIED REQUIRED?

NO

YES

17.  TYPE OF USER

FUNCTIONAL

SYSTEM

SECURITY ADMINISTRATOR

APPLICATION DEVELOPER

OTHER  

(Specify)

  

USER SIGNATURE

DATE

9.  CLEARANCE LEVEL

10.  TYPE OF INVESTIGATION

11. DATE OF INVESTIGATION

13.  PHONE NUMBER

14. DATE

15.  ACCESS REQUIRED  

(Location) - i.e DMC or DMC's

 

 

 

 

 

 

 

TYPE OF REQUEST

INITIAL

MODIFICATION

DELETION

  PART I  

(To be completed by User)

  

DATE

1.  NAME  

(LAST, First, MI)

  

2.  SOCIAL SECURITY NUMBER

4.  OFFICE SYMBOL/DEPARTMENT

5.  ACCOUNT CODE

6.  JOB TITLE/FUNCTION

7.  GRADE/RANK

8.  PHONE 

(DSN)

  

 

 

 

(DISA IR) (DTS, Inc.)

98

12. VERIFIED BY 

   (Signature)

Figure 3 
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PART V TO DISA FORM 41 USER ACCESS (Mid-Tier) INSTRUCTIONS

Block 1. Action: Place an X in the appropriate box. If it is for a

new user ID or job, mark the initial box; if it is requesting

additional access, confirm that the user has a valid user ID and

then mark the modification box. If the user is leaving your area

and will no longer require a user ID, confirm that the user and

then mark the deletion box.

Block 2. User ID: If it is a modification or deletion, enter the

user ID for the requested application. Leave blank if this is an

initial request.

Block 3. SSN: If the user is a Foreign National without a SSN,

leave blank.

Block 4. Name: Type LAST name, FIRST name, and MI of

user.

Block 5. Telephone & Internet E-Mail: Type in the user's

commercial (Comm), DSN and FAX number and internet

e-mail address. For foreign telephone numbers, leave telephone

information blank here and insert entire commercial number (to

include access and country codes) and DSN telephone number in

the remarks, Block 15.

NOTE: User's internet e-mail address MUST be included.

(Example: John.Doe@DFAS.MIL)

Block 6. IP Address of User's Workstation: If the IP address

of the user's PC is not known, doe the following:

For Users of Windows 3.1 and Windows for Workgroups:

1. Get to a DOS prompt, either by exiting Windows or by

clicking on the MS-DOS icon.

2. Enter findip and press enter.

3. The IP should be displayed.

NOTE: You must be logged into the ELAN for this to work.

For Windows 95 workstations:

1. Click Start on the task bar.

2. Click Run

3. Enter winipcfg and click OK

4. The IP should be displayed.

For Windows NT workstations:

1. Open a DOS window.

2. Type ipconfig

3. The IP should be displayed.

Block 7. Status: Check one box only.

Block 7a. Foreign National: Check one box only.

Block 8. Organization: Type the user's complete and current

commercial mailing address for his/her working location. This

must include actual city, state, and zip code (country and country

code if foreign), not just APO address. Spell out acronyms as

much as possible.

Block 9. Security Officer/TASO Certification: The person

dilling out the form prints his/her name, signs and dates.

NOTE: Internet e-mail address must be included.

Block 10. Signature and Typed Name of

Supervisor/Director/Commander: The responsible

security officer will type the supervisor's (or

director's/commander's) name and obtain the user's

supervisor signature to certify the user has a valid need to

access this application.

Block 11. Statement of Accountability: The responsible

security officer will obtain the user's signature and date.

Block 12. Applications: Check box for application desired

and enter level/role or other option(s) needed. For

applications not listed, check the other box, specify

application and enter access level/role, as required. For

level/roles not listed, specify in Block 15.

BARS: Select one: Manager, Supervisor, or Operator. At any

one site, no more than two persons (a primary and an

alternate) should be granted manager access. In addition,

specify view only if the user should be granted read-only

access to the BARS records.CEFT: View only is the only level that is granted.SMAS: Specify if Oracle and/or Unix (Unix is for Systems

Personnel only.)

GAFS-DTS: Select one: Chief, Supervisor, or technician.

Enter ADSN code.

IPC-R: Select one: Disbursing Officer, Asst Disbursing

Officer, Supervisor, Subsupervisor or Clerk.

SCRT: Select ONLY one: RCRA, RCRA Assistant,

Reconciler, or View Only. If RCRA is selected, user must

also sign in Block 14.

WAWF: Specify one role besides view only: Vendor,

Inspector Acceptor, Pay Office Official, View Only, or

Group Administrator. Specify a 6-digit DoDAAC.

DCMS: Select DCA, DFB, DFI and/or DMB roles from

below:

DCA: Select all roles that apply: Cash Accountant,

Treasury Accountant, Capital Auditor, Deposit Auditor,

Deposit Supervisor, Department Oversight, or Closed

Account RECON.

DFB: Select one: Query User, Hardcopy Voucher

Verifier, Functional Accountant, Accountant Supervisor,

Dept Acct, or Dept Oversight.

DFI: Select one: Invent Ctrl, Opns Acct, Branch Section

Supv, FMS Invent Ctrl, or OPLOC Invent Ctrl

DMB: Select one: Policy, Field Level Policy, Dept Maint,

Dept Opns, Field Opns, or FMS Maint.
[image: image5.wmf] 

 

Employee Type:

 

PREVIOUS EDITION IS OBSOLETE        

EQUIPMENT SOFTWARE, & RIGHTS REQUEST FORM

SECTION A.

INFORMATION OF EMPLOYEE REQUIRING THE SERVICE

DFAS-SA Form 0-801, May 01 (V2) 

SECTION E.  FOR DFAS-DS/SA USE ONLY

 SECTION B.

  EQUIPMENT and SOFTWARE REQUIREMENTS

Employee's Last Name, First, MI 

Printer No.

Office Symbol

Cubicle

Phone

Grade/Rank

Supervisor's Last Name, First, MI 

Date of Request

Date

 

Required

Phone

Office

 

Symbol

SECTION D.  GAINING OFFICIAL INFORMATION 

(Must be completed by new supervisor of Section A)

PERM

Shared Directory Name:

Printer Location

Server

Container

LAN

E-MAIL

Monitor B/C

CPU B/C

CPU Type

Monitor Type

Phone No.

SAC Number

206.39.

3 SKL

1 SKL

2 SKL

New  Employee

Functional Transfer

Cubicle Move

 To

CASU

TEMP/TERM

TEMP (1- 120) Days

SUPERVISOR

LAN

E-MAIL

Computer

Army Vendor Pay

Army Accounting

Army Travel

RightFax

Air Force Vendor Pay

Air Force Accounting

Enter an "X" in all applicable boxes :

Enter an "X" in all applicable boxes :

Date Temporary or CASU Assignment Expires (mmddyy):

TERMINAL ID

EQUIPMENT

LAN INFORMATION

Phone

 SECTION C.  RIGHTS

ADD

DELETE

RightFax Group Name:

I understand my obligation to protect my password.  I assume the responsibility for data and systems I am granted 

access to.  I will not exceed my authorized access.  ______________________________________________ 

 

Other:                                                                                                                                                                                   

                       

Figure 4
9-12

[image: image6.wmf]SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)

3.  ORGANIZATION

32.  DATE

  PART III  

(To be completed by User's Supervisor)

  

  PART IV  

(To be completed by AIS Security Staff adding user)

   

DISA Form 41, SEP 1996 (EF)

PRIVACY ACT STATEMENT

Public Law 99-474, the Counterfeit Access Device and Computer Fraud and Abuse Act of 1984, authorizes collection of this information.  The information will

be used to verify that you are an authorized user of a Government automated information system (AIS) and/or to verify your level of Government security

clearance.  Although disclosure of the information is voluntary, failure to provide the information may impede or prevent the processing of your "System

Authorization Access Request (SAAR)".  Disclosure of records or the information contained therein may be specifically disclosed outside the DoD according to

the "Blanket Routine Uses" set forth at the beginning of the DISA compilation of systems of records, published annually in the Federal Register, and the

disclosures generally permitted under 5 U.S.C. 552a(b) of the Privacy Act.

VERIFICATION OF NEED TO KNOW

I certify that this user requires access as requested in the performance of his/her job function.

18.  JUSTIFICATION FOR ACCESS

19.  SIGNATURE OF SUPERVISOR

20.  ORG./DEPT.

21.  PHONE NUMBER

22.  DATE

23.  SIGNATURE OF FUNCTIONAL DATA OWNER/OPR

24.  ORG./DEPT.

25.  PHONE NUMBER

26.  DATE

27.  USERID  

(Mainframe)

  

28.  USERID  

(Mid-Tier)

  

29.  USERID  

(Network)

  

30.  SIGNATURE

31.  PHONE NUMBER

STATEMENT OF ACCOUNTABILITY

I understand my obligation to protect my password.  I assume the responsibility for data and system I am granted access to.  I will not exceed my

authorized access.

  PART II  

(To be completed by User's Security Manager)

  

16.  ACCESS TO CLASSIFIED REQUIRED?

NO

YES

17.  TYPE OF USER

FUNCTIONAL

SYSTEM

SECURITY ADMINISTRATOR

APPLICATION DEVELOPER

OTHER  

(Specify)

  

USER SIGNATURE

DATE

9.  CLEARANCE LEVEL

10.  TYPE OF INVESTIGATION

11. DATE OF INVESTIGATION

13.  PHONE NUMBER

14. DATE

15.  ACCESS REQUIRED  

(Location) - i.e DMC or DMC's

 

 

 

 

 

 

 

TYPE OF REQUEST

INITIAL

MODIFICATION

DELETION

  PART I  

(To be completed by User)

  

DATE

1.  NAME  

(LAST, First, MI)

  

2.  SOCIAL SECURITY NUMBER

4.  OFFICE SYMBOL/DEPARTMENT

5.  ACCOUNT CODE

6.  JOB TITLE/FUNCTION

7.  GRADE/RANK

8.  PHONE 

(DSN)

  

 

 

 

(DISA IR) (DTS, Inc.)

98

12. VERIFIED BY 

   (Signature)


Figure 5
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[image: image7.wmf]RIGHTFAX TRANSMITTAL

DATE:

 __________________        

TRANSMITTAL NUMBER: 

______________

NUMBER OF PAGES: 

__________

       NET: LESS THAN 30 DAYS

NET:  30 DAYS

(DO NOT COMBINE DIFFERENT CONTRACT

TERMS ON THE SAME TRANSMITTAL)

TO:  DFAS-SA;

    

          

DOCUMENT MANAGEMENT BR  

          

ARMY VENDOR PAY

            

                  

FROM:  

ACTIVITY NAME:  __________________________________ASN:  _____________________

(Refer to ASN listing at Appendix F)

NAME: __________________________________ PHONE NUMBER: ___________________

SENDERS EMAIL ADDRESS: ___________________________________________________

                                                          (Print Clearly)

DESIGNATED RECEIVING REPORT POINT OF CONTACT:

NAME: __________________________ EMAIL ADDRESS: ___________________________

             (Print Clearly)

           (Print Clearly)

RECORD CONTRACT/PURCHASE ORDER NUMBERS AND INVOICE NUMBER

(LIMITED TO 14 ITEMS PER TRANSMITTAL – PRINT IN PEN CLEARLY)

(1)_________________________________________________________________________

(2)_________________________________________________________________________

(3)_________________________________________________________________________

(4)_________________________________________________________________________

(5)_________________________________________________________________________

(6)_________________________________________________________________________

(7)_________________________________________________________________________

(8)_________________________________________________________________________

(9)_________________________________________________________________________

(10)________________________________________________________________________

(11)________________________________________________________________________

(12)________________________________________________________________________

(13)________________________________________________________________________

(14)________________________________________________________________________

Figure 6
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[image: image8.png]PART V - USER ACCESS (MID-TIER)
{for users of DFAS-DE maintained computer systems)

PRIVACY ACT STATEMENT

Collection of this information is authorized under 18 U.S.C. § 1030, as amended, and Pub.L. No. 98-473, Pub.L. No. 99-474, Pub.L.
No. 104-294. The information will be used to verify that you are an authorized user of a Government automated information system (AIS)
and/or to verify your level of Government Security clearance. Although disclosure of the information is voluntary, failure to provide the
information may impede or prevent the processing of your “System Authorization Access Request (SAAR)”". Disclosure of records or the in
information contained therein may be specifically disclosed outside the DoD according to the “Blanket Routine Uses” set for at the

| beginning of the DISA compilation of systems of records, published annually in the Federal Register, and the disclosures generally
permitted under 5 U.S.C. 522a(b) of the Privacy Act.

1. ACTION (Check one) 2. USERID (Blank if Initial) 1 3. SSN
| CJINITIAL - [ MODIFICATION [J DELETION \]
4. NAME  Last  First Mi 5. TELEPHONE {Include area code)
] | Comm: " DSN: FAX:
6. IP ADDRESS OF USER'S WORKSTATION 1
Internet e-mail:
7. STATUS [ Contractor 7a. FOREIGN NATIONAL 8. ORGANIZATION (Commercial mailing address)

[ Federal Employee [ Yes [dNo
9. | certify that this user has a DISA Form 41, Parts | - IV on file.
a.  Signature and typed name of responsible security officer/TASO

10. SIGNATURE AND TYPED NAME OF SUPERVISOR

' b. Internet E-Mail a.

"¢ Date | b. Date

~ 11, STATEMENT OF ACCOUNTABILITY — 1 understand my obligation to protect my password. | assume the responsibility for data and system { am
granted access to. | will not exceed my authorized access.

" a. Users Signature b. Date

12. APPLICATIONS (See Instructions)

[JBARS (Seeinstrs) | [ CEFT O GAFS-DTS (Selectone)’ [ IPC-R (Select one) [J SCRT (Select one) | ] WAWF (See instructions)
O Mgr (View only) [ Chief [ DO [ Clerk [ RCRA [ view Only [] Pay Off
O Supv [T SMAS [ Supervisor [ AsstDO [0 RCRA Asst [ Grp Admin [J Accept
] Operator [ Oracle [J Technician & Supv [J Reconciler [0 Inspector [ Vend
[ View Only O Unix 0 Subsupv [J View Only DoDAAC
ADSN _
[ DCMS (See Instructions) | [J EDA (One or more) } [J DCAS (One or more) + [J OTHER (PKI, efc)
, DCA.. DFB: [] Contr [ PersPropGBL |  [J AcctCtr User View -
: DFI: O vouch [J Freight GBL ¢ [ Disb Stat Update ACCESS LEVEL
| DMB: Ootes______ | [ DisbStat View
O Acct Stat View
13. HOST AND DOMAIN NAME OF REQUESTED SERVER

‘ 14. RCRA'S ONLY: | have read the DFAS Contract Reconciliation Procedures. | meet the requirements, understand the procedures and will perform reconciliations that
' conform to the noted procedures.

B SIGNATURE DATE

15, SPECIAL ACCESS REQUEST/REMARKS/JUSTIFICATION

16. SIGNATURE(S) AND TYPED/PRINTED NAME(S) OF FUNCTIONAL DATA OWNER(S)/OPR(S) AND DATE(S)

a. ¢

b. _d.
17. PROCESSED BY (PRINTED NAME/SIGNATURE AND DATE)

"a, c .
b. d

DISA FORM 41, Oct 2000 (EF) PART V - MID-TIER (Modified Oct 2000) (Replaces May 00 version)




Figure 7
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[image: image9.png]N " Form Approved
MATERIAL INSPECTION AND RECEIVING REPORT OMB No. 0704-0248

The pubic reporing burden Tor T Coleoion of formation s estimwied to sverage 30 Tiruies per epones, mchuang the ime for feviewing inetructions
and ‘this burden estimate o

. searching data "
‘or any otner aspect of this collection

ng t ad. and complatig and reviewing the
of it reducing the o Deperynan: ot Delence, Weshngion Hesdauansre Oirectorate for Information Operations and Reports
um»ozw 248y, 1275 Jettieson s tHonwen, ay, Sute 1204. Aringion. VA 222024302, Respondents shoukd e axwere Inet nOIANSTEnGIng any OGeY PIOVISIOn Of Iw, 0 PeTS0n Sha be
subject to any penaty for faiing to comply with formation i it does not display & currently vakd OMB control number.

PLEASE DO NOT RETURN YOUR COMPLETED FORM TO EITHER OF THESE ADDRESSES.
SEND THIS FORM IN ACCORDANCE WITH THE INSTRUCTIONS CONTAINED IN THE DFARS, APPENDIX F-401.

1. PROCUREMENT INSTRUMENT IDENTIFICATION | ORDER NO. 6. INVOICE NO./DATE 7. PAGE| OF 8. ACCEPTANCE POINT
icom
i L

5. DISCOUNT TERMS

10. ADMINISTERED BY

~ cooe |

9. PRIME CONTRACTOR COoE |

SAMPLE OF REQUIRED FIELDS

13. SHIPPED TO CODE | 4. MARKED FOR CooE |
15. 16. STOCK/PART NO. DESCRIPTION "17. QUANTITY [ 18. 19. 20,
e No. tndicate number of shipping continers - ype of semecoe | owr | it phice ——
16. Required Field. Must BLOCK 17.
description of supplies Required
' delivered or service performed. Field. Must
. include
quantity
received

contract reqmres acceptance at Destination 3'suse
b. DESTINATION
—/ ~—

. ORIGIN Quantities shown in column 17 were received in

Annarant nand candition axcant ac natad

o
BLOCK 21A. Required Field,
Must include date supplies o%;ﬂ
services were accepted by
designated Government official.
Also, must include signature,
printed name, title, mailing
address, and telephone numb
appropriate blocks. |

COMMERCIAL TELEPHONE
NUMBER:

_ services were accepted by

CCOMMERCIAL TELEPHONE
NUMBER:

BLOCK 21B. Required Field.
Must include date supplies or

designated Government official.
Also, must include signature,
printed name, title, mailing
address, and telephone number
in appropriate blocks.

BLOCK 22. Required Field.

Must include date supplies or
services were received. Receiver
should fill out all blocks in this field.

MAILING ADDRESS:

CCOMMERCIAL TELEPHONE
NUMBER:

* If quantity received by the Government is the same
as quantity shipped, indicate by (X) mark; if different,
enter actual quantity received below quantity shipped
and encircle.

23. CONTRACTOR USE ONLY

ONLY AUGUST 2000 EDITION WILL BE USED

DD FORM 250. AUG 2000

PREVIOUS EDITION IS OBSOLETE.
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[image: image10.png]" Form Approved
OMB No. 0704-0248

INSPECTION AND RECEIVI
:luding the time for reviewing instructions, searching existing data sources,
aments regarding this burden estimate or any other aspect of this collection |

af information, including suggestions for reduc 1dquarters Services, Dieciurate Tur Nfunmation Upsrations and Hepuris |

10704-0248). 1215 Jefferson Davis Highway. Sui. oL e W’ aWare that notwithstanding any other provision of Jaw, no person shail be |

subject to any penalty for failing to comply with a cullacnon of mvormanon ll lt does nol dlsplay a cu"anlly valid OMB control number. |

PLEASE DO NOT RETURN YOUR COMPLETED FORM TO EITHER OF THESE ADDRESSES. ‘

"MATERIA

The public reporting burden for this collection of
gathering and maintaining the data nesded, and ¢

SEND THIS FORM IN ACCORDANCE WITH THE INSTRUCTIONS CONTAINED IN THE DFARS, APPENDIX F-401.
1. PROCUREMENT INSTRUMENT IDENTIFICATION l ~ ORDER NO. 6. INVOICE NO./DATE 7. PAGE [ OF 8. ACCEPTANCE POINT
CONTRACT " DADA10-00-P-1234
2. SHIPMENT NO. I' 3. DATE SHIPPED 4. B/L 5. DISCOUNT TERMS
"TCN
I'9. PRIME CONTRACTOR CODE 10. ADMINISTERED BY CODE |
ABC Services Corporation MEDCOM Acquisition Center
1234 Lake Road 678 Sky Circle
Anywhere, USA 12345 Somewhere, USA 54321
11. SHIPPED FROM (If other than 9) CODE | ’| FOB: [ 12. PAYMENT WILL BE MADE BY "CODE |
DFAS-FVA/SA
500 McCullough Ave
San Antonio, TX 78215
{13. SHIPPED TO CODE | 14. MARKED FOR CODE
Medical Treatment Facility
123 Round Table Road
Somewhere, USA 54321
15. '16. STOCK/PART NO. DESCRIPTION “17. QUANTITY | 18. 19. 20.
ITEM NO. findicate number of shipping containers - type of SHIPIREC'D® | UNIT UNIT PRICE AMOUNT
1 Service Contract for Medical Waste for
: 'I the Period 1 - 31 October 2000
. j ‘Destruction - Manifest #'s . .
1 | 643174, 654317, 650329 1 MO | $105.00 .  $105.00
1 | Destruction - Manifest #w . -
' | 543219, 554331, 445334 1 MO | $500.00  $500.00

21. CONTRACT QUALITY ASSURANCE
a. ORIGIN

_j CQA D ACCEPTANCE of listed items

has been made by me or under my supervision and
they conform to contract, except as noted herein or
on supporting documents.

” b. DESTINATION

I CQA [Xl ACCEPTANCE of listed items has
| been made by me or under my supervision and they
conform to contract, except as noted herein or on
supporting documents.

Nov 4, 2000 Signature
DATE DATE
GOVERNMENT REPRESENTATIVE GOVERNMENT REPRESENTATIVE
TYPED NAME: ‘ TYreD NAMEOC Q Pub
TITLE: mne.  Chief, Waste Mgt Br

MAILING ADDRESS:

maiine 423 Round Table Rd
Somewhere, USA 54321
sg:;e::cm TELEPHON555_444_1 21 2

COMMERCIAL TELEPHONE
NUMBER:

MAILING ADI!-E

22. RECEIVER'S USE

Quantities shown in column 17 were received in
apparent good condition except as noted.

Oct 31, 2000 Signature

DATE RECEIVED GOVERNMENT REPRESENTATIVE

TYPEONAMSUe Smith

T ead Waste Technician
123 Round Table Road

comecaSQMEWhere, USA 54321

555-444-1234

NUMBER:
it

I * If quantity received by the Government is the same
. 8s quantity shipped, indicate by (X) mark; if different,
I enter actual quantity received below quantity shipped
l and encircle.

23. CONTRACTOR USE ONLY

DD FORM 250, AUG 2000 "PREVIOUS EDITION IS OBSOLETE.
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Electronic Document Access Search Queries

Contract Search Options

Search for Most Recent Contracts 

Search for a Specific Contract (and all Mods) 

Search for a Specific Contract and Delivery Order 

Search for a Specific Contract within Issue Date Range 

Search for a Specific Contract and AMOD 

Search for a Specific Contract and PMOD 

Search for all Contracts within Issue Date Range 

Search for all Contracts by Issuing DODAAC within Issue Date Range

Search for all Contracts by Administering DODAAC within Issue Date Range 

Search for all Contracts by Pay Office DODAAC within Issue Date Range 

Search for Customized Contract List Using Query By Example 

Search for all Contracts by EDA Availability Date Hard Copy Contract Justification Form




Personal Property GBL Search Options

Search for a Specific Personal Property GBL 

Search for All Personal Property GBLs within Issue Date Range 

Search for All Personal Property GBLs by GBLOC within Issue Date Range 

Search for All Personal Property GBLs by SCAC within Issue Date Range 

Search for All Personal Property GBLs by FSN/MDC/ATAC/TAC within Issue Date Range 

Search for Customized Personal Property GBL List using Query by Example 

Search for All Personal Property GBLs by EDA Availability Date
Appendix A-1

Freight GBL Search Options

Search for Most Recent Freight GBLs 

Search for a Specific Freight GBL 

Search for All Freight GBLs within Issue Date Range 

Search for All Freight GBLs by GBLOC within Issue Date Range 

Search for All Freight GBLs by SCAC within Issue Date Range 

Search for All Freight GBLs by FSN/MDC/ATAC/TAC within Issue Date Range 

Search for Customized Freight GBL List using Query By Example 

Search for All Freight GBLs by EDA Availability Date

GTR Search Options:

Search for all GTRs by GTR Number 

Search for all GTRs by Matching Voucher

Search for all GTRs by Payment Date 

Search for all GTRs by GTR Number within Payment Date Range

Search for all GTRs by EDA Availability Date 

Non-Automated GBL Search Options

Search for all Non-Automated GBLs by GBL Number

Search for all Non-Automated GBLs by Voucher Number 

Search for all Non-Automated GBLs by Payment Date 

Search for all Non-Automated GBLs by EDA Availability Date
MAAPRs Search Options

Search for MAAPRs within PAYMENT DATE Range 

Search for MAAPRs by PIIN, SPIIN and Shipment Number 

Search for MAAPRs by PIIN, SPIIN and CLIN 

Search for MAAPRs by PIIN, SPIIN, Shipment Number and CLIN Search for MAAPRs by PIIN, SPIIN and ACRN 

Search for MAAPRs by EDA Availability Date 

Search for Customized MAAPR List Using Query By Example

Disbursing Vouchers Search Options

Search for DSSN within PAYMENT DATE Range 

Search for Accountable Station by DSSN within PAYMENT DATE Range 

Search for Accountable Station within PAYMENT DATE Range 

Search for Voucher Number by DSSN within PAYMENT DATE Range 

Search for Contract Number within PAYMENT DATE Range 

Search for ACRN within PAYMENT DATE Range 

Search for Document Reference by Accountable Station within PAYMENT DATE Range

Search for Appropriation by Accountable Station within PAYMENT DATE Range 

Search for Appropriation within PAYMENT DATE Range 

Search for Specific Contract (and All Mods)

Search for Specific Personal Property GBL

Search for Customized Voucher List Using Query By Example 

Search for All Vouchers by EDA Availability Date 

Search for Work Center Designator within PAYMENT DATE Range 

Electronic Transfer for Others Report Overview Search

Search for Accountable Station by DSSN and Transmittal Number

Search for Accountable Station by DSSN and Original Transmittal Number

Search for Accountable Station by Appropriation Transmittal Number and DSSN

Search for Accountable Station by Appropriation Original Transmittal Number and DSSN 

Search for Accountable Station by DO month/year

Search for Accountable Station by Transmittal Number and DO month/year

Search for Accountable Station by Original Transmittal Number and DO month/year

Search for Voucher Number by DSSN and Transmittal Number

Search for Voucher Number by DSSN and Original Transmittal Number

Search for Voucher Number by DSSN and DO month/year

Search for Voucher Number by DSSN

Search for Contract Number by DSSN and DO month/year

Search for Contract Number by DSSN

Search for All Records by Transmittal Number and DO month/year

Search for All Records by Original Transmittal Number and DO month/year

Search for All Records by DO month/year

Search for Accountable Station and PAYMENT DATE Range

Search for All FMS Records by Accountable Station and DO month/year

Search for Electronic 110 List Using Query by example

DD Form 1716 Overview Search Options

Search for Most Recent DD Form 1716 

Search for Specific DD Form 1716 by Contract 

Search for Specific DD Form 1716 by Contract and Delivery Order 

Search for Specific DD Form 1716 by Contract within Issue Date Range 

Search for Specific DD Form 1716 by Contract and Modification Number 

Search for All DD Form 1716s within Issue Date Range 

Search for All DD Form 1716s by Issuing DODAAC within Issue Date Range 

Search for All DD Form 1716s by Administering DODAAC within Issue Date

Range 

Search for All DD Form 1716s by Pay Office DODAAC within Issue Date Range 

Search for All DD Form 1716s by Cage Code within Issue Date Range 

Search for All DD Form 1716s by D-U-N-S within Issue Date Range 

Search for All DD Form 1716s by Control Number within Issue Date Range 

Search for Specific Contract 

Search for Customized DD Form 1716 List Using Query by Example 

Search for All DD Form 1716 by EDA Availability Date

DD577 Search Options

Search for Customized Signature Cards

Search for Signature Cards by Last Name

Search for Signature Cards by First Name

Search for Signature Cards by Organization

Search for Signature Cards by Availability Date

OPTIONAL IAPS REPORTS AVIALABLE FOR CUSTOMERS

FILE NAME

PCN

TITLE







ATQOK0UNPL10

15

VENDOR TRANSACTION HISTORY REPORT

ATQOJ0UNPL10

19

CONTRACT TRANSACTION HISTORY REPORT

ATQOV0UNPL10

2

VENDOR DIRECTORY

ATQOW0UNPL10

3

VENDOR/INDEBTEDNESS DIRECTORY LISTING

ATQOX0UNPL10

11

VENDOR/CONTRACT SUSPENSE LIST

ATQOP0UNPL10

6

INACTIVE CONTRACT LIST

ATQOS0UNPL10

57

DORMANT OBLIGATIONS FOLLOWUP LIST

ATQOR0UNPL10

41

PROMPT PAYMENT INFORMATION REPORT

ATQOT0UNPL10

41

PROMPT PAYMENT DISCOUNTS LOST REPORT

ATQNH0UNPL10

235

OUTSTANDING SF COMMITMENT LIST

ATQOG0UNPL10

47

OUTSTANDING PURCHASE REQUEST LIST

ATQOH0UNPL10

50

ADVANCE PLANNING PURCHASE REQUEST LIST

ATQOI0UNPL10

49

QUALIFIED CERTIFICATION PURCHASE REQ LIST

ATQOD0UNPL10

52

AF FORM 616 RECONCILIATION LIST (ONE 616)

ATQOB0UNPL10

51

AF FORM 616 RECONCILIATION LIST (ALL)

ATQOL0UNPL10

45

ACTIVE PSR DATA ELEMENT LIST

ATQOM0UNPL10

46

BQ TRANSACTION STATUS LIST

ATQOF0UNPL10

53

RECEIPT FOLLOWUP NAME/ADDRESS DIRECTORY

ATQOC0UNDPL10

56

OUTSTANDING AF FORM 616 LIST

San Antonio Field Site Telephone Numbers

1.  Customer Service:   Hours 7:30 – 4:30 Monday through Friday





    Toll Free Number 1-888-478-5636





    Local (210) 527-8061 (DSN 448)

2.  RightFax Server: is available 24 hours a day, 7 days a week.

      Fax Numbers:



Air Force - Commercial (210) 527-8142 (DSN 448)



Army - Commercial (210) 527-8189 or 8131 (DSN 448)

Note:  Urgent Documents  (Net 14 contracts, Congressionals, or other high sensitive only fax to: (210)527-8627

3.  Contracts Missing in EDA or NAFI: Mail copy of contract to:

     DFAS-FVD-SA

     ATTN:  Document Management Branch, Vendor Pay Division

     500 McCullough Ave

     San Antonio, Tx 78215-2100

     Fax Number:  (210) 527-8142 or (DSN 448)

4.  Defense Enterprise Computing Center (DECC) Ogden Help Desk:

     1-800-392-1798, Extension 8 for assistance with EDA 

5.  Submission of Security Access Forms (Air Force and Army):

     Air Force Integrated Accounts Payable System (IAPS)

     Army Computerized Accounts Payable for Windows (CAPS)

     DFAS-SA Mailing Address:

DFAS-AS/SA

500 McCullough Avenue

San Antonio, TX 78215-2100

Fax Number (210) 527-8349 (DSN 448)

6. San Antonio Systems Access Problems/Security Lockouts:

     Air Force: (210) 527-8210 or 8369 (DSN 448)

     Army:
 (210) 527-8201 or 8318 (DSN 448)

     EDA Self-Registration Questions/Concerns or Access Problems/Security Lockouts: Users contact DFAS-SA at 

(210) 527-8216 OR 8343, DSN: 448.
Web Addresses

1.  Customer Service E-Mail Inquiries:
    dsadocumentcontrol@dfas.mil
Provide Contract Number, Invoice Number, Date Sent, Amount, POC and Phone Number.

2.  Vendor Pay Inquiry System (VPIS) 

https://dfas4dod.dfas.mil/systems/iaps/vpguidance.htm
3. Army Prevalidation Reports:

    https://dfas4dod.dfas.mil/centers/dfasin/dno/vpoploc.htm
4. DFAS-San Antonio Corporate Server Website:

    CORP1.DFAS.MIL

Note:  To Obtain access to the DFAS SA Corporate Server

e-mail request to:  melanie.corby@dfas.mil
5.  Electronic Data Access (EDA)- To view EDA documents:

http://eda.ogden.disa.mil
6.  EDA Broadcast Message

https://rainbow.ogden.disa.mil/BROADCAST/contracts/
7.  To Self-Register in EDA Registration Database

http://eda.ogden.disa.mil
8. Wide Area Workflow:  

To acquire a PKI Certificate:

a.  DFAS-SA Air Force Customer:

   https://afpki.lackland.af.mil
b. Vendors: Wide Area Workflow Access:


 Submit DISA Form 41 

https://rmb.ogden.disa.mil/worddocs/SampleForm41-Vendor.doc
· For Assistance in Identifying Cage Number:

https://www/ccr/dlsc.dla.mil
· Group E-Mail Account

https://rmb.ogden.disa.mil.server/selfreg
c. DFAS-SA Internal Customer:

· Accountant loads the PKI Certificate on User’s PC

 using the Web address:

  https://reg.c3pki.den.disa.mil or  https://reg.c3pki.chamb.disa.mil
· Also register the certificate on WAWF-RA website:

https://rmb.ogden.disa.mil
9. Federal Acquisitions Regulations

http://farsite.hill.af.mil/
10. Contractor Payment Information Booklet (DFAS Columbus)

http://www.dfas.mil/library/handbook.pdf
Updated:  July 5, 2001 

Jerry Wheelwright: DFAS-FV/SA

 








								








Defense Finance and Accounting Service


San Antonio 





�





Vendor Pay Customer Guide





For





United States Army And Air Force


 Customers





 Responsibilities


 Document Management


 RightFax 


 Wide Area Workflow 


Air Force Management Reports


 Army Management Reports


 Electronic Document Access 


 Web Invoicing System


 Systems Schedules and Access








July 2001















































� EMBED FormFlow.Form  ���





� EMBED FormFlow.Form  ���

















1
1

[image: image11.png]Optional Form 1017-G (9-79)
Title 7, GAO Manual

501017-810
JOURNAL VOUCHER LV.No. SKOJ0123
Date .o 01JuN2001
REFERENCE EXPLANATION DEBIT CREDIT
D012345
PO04560 5713400 301 6445 564421 522 03 660700 100.00
D098765
PO05421 5713400 301 6445 564421 61950 03 660700 100.00
TO CORRECT DISBURSEMENT VOUCHER
DK00012345 PAID ON F4163601M0123 WHICH
WAS PAID WITH THE WRONG PSR ADDRESS.
(ALSO ATTACH A COPY OF YVOUCHER)
Total, 100.00 100.00
Preparedby ___ YOURSIGNATUE . ° - Approvedby FIELD SITE SIGNATURE -~
(Signature) ’ (Signature)
. YOURTITLE e TITLE

~ (Tite)

USAPPC V1.00
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